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Introduction

The security sub-committee will report by the end of the month with an overview of related or relevant standards work that may affect BTP in the mid-term, or that should be taken into account, or referenced, in this first version of the BTP specification. In addition it should consider what is needed (or should be avoided) in order to allow a future version of the specification to become secure. The specification document should make it clear that the first version of BTP is targeted at the intra-trust community, but has been produced with an eye to overlaying security in the future.

Relevant Standard Activities

IETF AAA

This is the Authentication, Authorization, Accounting subgroup of IETF Common Authentication Technology (CAT) working group.

http://www.irtf.org/charters/aaaarch.html

OASIS SAML

This is an OASIS technical committee producing the Security Assertion Markup Language specification, an XML security standard for exchanging authentication and authorization information

http://www.oasis-open.org/committees/security/

OASIS XACML

This is an OASIS committee writing the extensible Access Control Markup Language specification for expressing information access policy. 

http://www.oasis-open.org/committees/xacml/

W3C XKMS

XML Key Management Specification

http://www.w3.org/TR/2001/NOTE-xkms-20010330/

XML Signature

http://www.w3.org/Signature/

XML Encryption

http://www.w3.org/Encryption/2001/
XTASS

XML Trust Assertion Service Specification developed by Verisign (http://www.xmltrustcenter.org/xtass/index.htm) is just getting started.   It is an open question whether or not it will be significant.
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