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	OASIS
	5.1.1.1
	Yellow paragraph
	General
	The set of profiles is a sub-component RequestBase in Version 2, because VerifyRequest as well as SigningRequest may be attributed with a set of profiles.
The ‘Optional’ in OptionalInputsVerify is somehow misleading as it may contain mandatory elements.
	
	

	OASIS
	5.1.1.2
	Yellow paragraph
	General
	For the sake of type safety the use of any untyped container should be avoided. A schema representing the complete static structure for a given endpoint and supported set of profiles. E.g the OptionalInputsVerify component of should define all sub-elements appriopriate for the supported scheme. 
	
	

	OASIS
	4.2
	
	General
	The document refers to the namespace of DSS Core version 1.0 . But in the text aspects of the DSS core Version 2.0 are discussed.
	Please clarify.
	

	
	6.1.1
	
	
	What is the difference between the ‘dss:ReturnUpdatedSignature’ component defined in DSS core and the ReturnAugmentedSignature component defined here. Both define a way of signature enhancement and return the resulting signature in the same way.

Remark: ReturnUpdatedSignature can occur multiple times.
	Use ‘dss:ReturnUpdatedSignature’ or give a reasoning for an additional type.
	

	
	5.1.4.10
	
	
	The defined component ‘UseSignatureValidationPolicyType’ seems to define a subset of ‘xades:SignaturePolicyIdentifier’, which is referenced by  TS 119442-2 for a similar purpose.
	Use ‘xades:SignaturePolicyIdentifier’ or give a reasoning for an additional type.
	

	
	5.1.4.10.4,
5.2.3.7
	2), second dot
	
	Enumerating the available policies may expose internal information unintentionally, which may be useful for attackers. Moreover the use case is not clear: If the expected policy isn’t available, should the client select something else? How could the client code perform such a decision? Wouldn’t a selection of another policy usually require a full policy validation process including human approval?
	Please clearify the use case of the policy list.
	

	
	5.2.1.3, 5.2.3.3
	
	
	The cardinality of the ‘AppliedSignatureValidationPolicy’ element is unclear. The XML schema defines 0..1. The JSON schema defines a ‘profile’ 0..n, but an additional ‘appliedSigValPolicy’ of 0..1. And section 5.2.3.3 doesn’t make a clear statement.
	Please clearify.
	

	
	5.2.3.6.1
	
	
	Cardinality of applied policy is 1. Couldn’t there be use case where more than one policy is applied, e.g. an EU policy and an US policy for transatlantic contract with a signature valid in both areas?
	
	

	
	5.2.3.9.1
	
	
	In TS 119 102-2 V0.1.2, section 5.2.13 there no limitation on the format of the input signature type. 
	Please explain the limitation of a signed report on XAdES format, only.
	

	
	5.2.3.9.2
	
	
	As seen with the DSS 1.0 it is not a good option to include an XML signature in another structure directly.
	Use the dss:SignatureObject component
	

	
	5.2.3.9.3
	
	
	The dss:SignatureObject can hold any type of base64-encoded signatures and qualifies its type using a MIME type element. This allows to support any type (XMLDSig, CMS, JWS, …) of signatures and formats. Even types not known, yet.
	Use the dss:SignatureObject component
	

	
	5.2.3.9.3
	
	
	The JWS usually works on a base64 container. In this case the whole report will be encapsulated within the JWS. This changes the structure of the report.
	Please outline the resulting structure and the required processing steps.
	

	
	5.2.3.9.3
	
	
	JWS mentions a detached signature mode sparsely (RFC 7517, App. F). Other JSON signature specifications do support detaches signatures (https://cyberphone.github.io/doc/security/jcs.html).
	Outline a way to use RFC 7517, App F or consider other specifications. Note: What’s ETSI’s JADES-specification about?
	

	
	6.1.1.1
	
	Editorial
	The second ‘Note 2’ should be ‘Note 3’. Align ‘Note 3..5’ accordingly
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