Discussion Document 
Outline of OASIS DSS profile for XAdES

5 Jan 03 – Nick Pope, Juan Carlos

Scope of Profile

This DSS profile is to support creation, updating and validation of XML Advanced Electronic Signatures as defined in ETSI TS 101 903.

Proposed Approach

Proposed approach is to base the profile around the life cycle of XAdES electronic signatures:

a) XAdES creation – Creates basic form of electronic signature with options to include signature policy and time-stamp (XAdES-BES, EPES and XAdES-T forms as defined in TS 101 903).

b) XAdES initial verification. Optionally, updating signature to add of new properties for medium term handling such as certificate references and revocation information (XAdES-C), a time-stamp (XAdES-X) the certificate and revocation values (XAdES-X-L).

c) XAdES update/refreshing for archiving to add properties such as an archival time-stamp (XAdES-A)

d) XAdES signature re-verification.

Variations on the standard forms should be possible.

Outline of Profile

a) XAdES creation can be based upon the DSS Create.  Optional Inputs are required to control the form of signature and optional attributes.

b) XAdES initial verification can be based upon the DSS Verify.  Optional Inputs / outputs are required to control whether an updated signature is required and to return that signature.  Further optional inputs are required to control the form of updated signature and optional attributes.

c) XAdES archive update can be based upon the DSS Verify.  The optional input and output is required for an updated signature.  Further optional inputs are required to control the form of updated signature and optional attributes.

d) XAdES signature re-verification can be based up the DSS Verify.

