ebXML Message Specification Editorial Changes


ebXML Message and CPP/A Specifications 

Issues that may require discussion in joint meeting

September 24, 2001

	Issue ID
	Issue
	Originator
	Comments

	MSG-1
	Define how (transport-level) encryption works
	Iwasa
	Does the CPP/A need to be augmented to properly support secure transport related parameters? If so, what are these parameters?

	MSG-2
	Support multiple digital signatures
	Iwasa
	Should the CPP/A specify the number of signatures that are to be used in an ebXML message and identify the message elements that are to be covered by each signature?

	MSG-4
	Make it easy to use ebXML Messaging without CPAs
	Iwasa
	Clarify how the Messaging Service can be used in the absence of a full-fledged CPA. Indicate what parameters must be included in the CPA (real or virtual) and what parameters can be specified in the message header. 

	MSG-5 CPPA-69
	Support for large messages using HTTP compress function
	Iwasa
	Decide if this is within the scope of  the 1.1 MSG and CPP/A specifications.

	MSG-9
	Ack message sequence is ambiguous when SyncReply is used
	Iwasa
	Clarify the interactions between the different sync reply modes and reliable messaging.

	MSG-20 MSG-53 CPPA-49
	Clarify how TimeToLive should be set and specify the constraints on Retry, RetryInterval and PersistDuration
	Arvola, Marty
	Retry, RetryInterval and PersistDuration must be specified in the CPP/A. TimeToLive can only be specified in the message header and should be consistent with PersistDuration.

	MSG-26 MSG-51
	Consistently spell Acknowledgment (with only 2 ‘e’)
	David F., Iwasa
	Both CPP/A and BPSS should  probably adopt the same spelling. BTW, this is consistent with the spelling used by RosettaNet.

	MSG-55
	Success codes in Acknowledgement and DeliveryReceipt elements
	David F
	If DeliveryReceipt is not an integral part of reliable messaging, then perhaps its use should be indicated in the CPP/A.

	MSG-72 CPPA-75 CPPA-83


	<1.0 bug> syncReplyMode attribute values are not clearly explained (related to MSG-9 above)
	Arvola
	Clarify the meaning of syncReplyMode and its interaction with reliable messaging. Clarify if Ack/DR may be delayed so that application level messages (such as signals and response) can be packaged into the same ebXML message. Can CPPA override the BPSS specification and stipulate that signals are to be omitted? Must syncReply in the message header be set if syncReplyMode is not set to ‘None’?

	MSG-74 CPPA-117
	Remove the requirement to support basic authentication
	Arvola
	Does the use of basic authentication require the addition of elements to the CPP/A?

	MSG-79 CPPA-120
	<1.0 bug> action attribute in section 7.5.8.1
	Arvola
	Can the eBTWG, ebXML-MSG, and ebXML-CPPA workgroups come to some agreement on the proper use of the Service and Action elements in the message header, i.e., how these elements ought to be populated with parameters from a BPSS instance?

	CPPA-23
	Intermediaries and multi-hop scenarios. 
	Marty/Dale
	Clarify how CPP/A can be used to govern the use of forwarding-only intermediaries.

	CPPA-47
	Normative Appendix on Use of the CPA with the ebXML Message Service
	
	The CPP/A specification has to define exactly how various elements in the message header are to be used with a CPA.

	CPPA-54
	RefToMessageId element in message header
	
	Clarify that the RefToMessageId can be used for the cross correlation of application level messages.

	CPPA-87
	RosettaNet retry parameter not expressible in BPSS or CPP/A
	Arvola
	Should there be a Retry parameter at the BPSS level that is not tied to reliable messaging/guaranteed delivery? Should timing parameters specified at the BPSS level be overridable in the CPP/A?

	CPPA-88
	Piggybacking of signals on application level messages via packaging
	Arvola
	Clarify the message packaging to be used when syncReplyMode is not set to ‘None’.

	CPPA-78 CPPA-90 CPPA-132
	Non repudiation and MSG, CPP/A, BPSS spec alignment
	Arvola
	Decide if non repudiation is tied to reliable messaging. Clarify the relationship between DeliveryReceipt and application level business signals.

	CPPA-135
	Technical report on interoperability across Messaging, BPSS and CPPA specs
	Marty
	We may want to cooperate with the IIC TC on this. Michael Wang (IIC member) has volunteered to coordinate this effort.
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