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Discussion topics included the erratum on cardinality and preferences for the 2.1 maintenance draft. 
Consensus said that it would be OK to have WSDL and EDIINT examples included in the draft.

Consensus favored waiting until ebMS 3.0 was close to completion before scoping the 3.0 CPPA draft.

Consensus favored working with BPSS on their 2.0 topics, including changes in how Role value was determined, introduction of OperationActivity, and possible eventual changes in the alignment of the ebMS header’s Service value with other values in a BPSS instance.

Dale is to post a ballot with final erratum language on cardinality of SignatureAlgorithm, which is:

Modify paragraph in subsection 8.4.43 to read:

The SenderNonRepudiation element is comprised of the following child

elements:

*
a REQUIRED NonRepudiationProtocol element, 

*
a REQUIRED HashFunction (e.g. SHA1, MD5) element, 

*
one or more REQUIRED SignatureAlgorithm element, 

*
a REQUIRED SigningCertificateRef element

When used within a CPP, the SignatureAlgorithm element can be repeated

to indicate supported capabilities. The order within a repeated list of

elements indicates comparative preference. When used within a CPA, the

SignatureAlgorithm value is the agreed upon signature algorithm.

Modify paragraph in subsection 8.4.54 to read:

The ReceiverNonRepudiation element is comprised of the following child

elements:

*
a REQUIRED NonRepudiationProtocol element (see Section 8.4.44),

*
a REQUIRED HashFunction (e.g. SHA1, MD5) element (see Section

8.4.45), 

*
one or more REQUIRED SignatureAlgorithm element (see Section 8.4.46), 

*
zero or one SigningSecurityDetailsRef element

When used within a CPP, the SignatureAlgorithm element can be repeated

to indicate supported capabilities. The order within a repeated list of

elements indicates comparative preference. When used within a CPA, the

SignatureAlgorithm value is the agreed upon signature algorithm [ref].

[Note: in the ebXML CPPA 2.1 maintenance version, additional subsections within the CPA section will contain the CPA specific information that: 

A CPA shall have exactly one SignatureAlgorithm element whose value is the agreed upon signature algorithm.

These sections will be referenced from the above subsections that are numbered 8.4.43 and 8.4.54 in the 2.0 release.]


