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Excused
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Notes

The agenda is available at:

http://lists.oasis-open.org/archives/ebxml-cppa/200501/msg00001.html
Quorum was obtained.
The meeting was considered proposals about how to realign BPSS 2.0 with CPPA 2.1 on Service, Role, and Action /ActionContext.
The discussion followed remarks found in

http://lists.oasis-open.org/archives/ebxml-cppa/200501/msg00000.html
Consensus favored mapping BPSS 2.0 service from the XXXCollaboration/@name value to Service, where XXX is one of Business-, Binary-, Multiparty within the BPSS ProcessSpecification. 

The Role aliasing feature of BPSS 2.0 (in their Performs construct) is to be handled by having separate CollaborationRole elements, each with a distinct Role value as needed.

[The association of Role/@name with values in BPSS will be reviewed at the next meeting. The href-based reference apparatus will probably need some generalization for working with BPSS 2.0.] 

Hima is continuing work on ActionContext updates needed. 

Other discussion issues:

Hash values: Sacha posed how the use a MD5 hash of the CPA could help in detecting misaligned CPAs
· Marty:  This could be part of the final stage of negotiation but it really should be a prominent non-normative note in the CPPA specification since negotiation isn't required. 

· Dale: If the CPA is signed, the Parties already have the hash. 

· Marty:  If at a later time, I want to check my CPA against your copy, how do I ask for your MD5 hash? 

· Marty: Even if the CPA hashes match, there could be mismatches between a CPA and its implementation. 

There was also Sacha's question about the function in the CPA being spread over multiple machines:

· Dale:  This would be a problem because the full scope of the CPA would not be visible in one place and there would not be a single MSH in this picture. 

· Dale also expressed the view that the current CPPA/MSH design does not support a way to distribute configuration information over components in a highly distributed configuration

