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Introduction
The following is in response to a question received through the NIEM help desk in June 2007.  A response to this question was requested of the DHS Disaster Management Program (which facilitates practitioner development of EDXL) by the NIEM Blue Team on December 13, 2007.  This response first provides brief background on EDXL, then directly cuts to the question at hand assuming the reader has some familiarity with NIEM. This is followed by additional background information on the various organizations and efforts referenced in the explanation.

The question asked of the customer, Scott Serich follows:

	Customer (Scott Serich)
	06/13/2007 11:17 AM
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	What is EDXL and should we care?  Is EDXL a competitor to NIEM of which we need to be aware in case some of our stakeholders ask for it?  Or a complementary tool with which our NIEM projects might need to cooperate?  How should we position our NIEM projects with respect to EDXL?


EDXL Background

The Disaster Management (DM) program is a communications program of the DHS Office for Interoperability and Compatibility (OIC), which is managed by the Science and Technology Directorate.  The Program helps facilitate the development and deployment of messaging standards to help the emergency and first responder communities share data across multiple and disparate systems, applications and devices.  The family of standards, known as Emergency Data Exchange Language (EDXL), is developed through the DM Practitioner Steering Group (PSG) and Standards Working Group (SWG), providing cross-profession all-hazards representation, and submits requirements and draft messages to an international Standards Development Organization (SDO).  The PSG is made up of various representatives from emergency and first responder associations, local politicians and emergency managers.  The PSG truly represents the user community for the EDXL standards.  DM also works to promote the deployment of the EDXL standards into the software, applications and devices used by the responder community via a formal MOA with the Emergency Interoperability Consortium (EIC) (http://xml.coverpages.org/DHS-EIC-MOA2005.pdf).  The EIC is a non-profit group comprised of vendors who offer products and services to the responder community.  DM works with the EIC to ensure compliance and interoperability between the vendors using the EDXL standards.  This strategy helps create interoperable solutions for the responder community.

The EDXL family of messaging standards is created and maintained by the Organization for the Advancement of Structured Information Standards (OASIS) standards body.  OASIS promotes and certifies open standards-based information exchanges and formats.  To date, this initiative has developed standards for sharing of emergency alerts, reporting of hospital status and availability, and sharing resources required during emergencies among others, and is currently working with the practitioner groups to provide standard messaging for Situation (Emergency Incident) Reporting and Patient Condition, Treatment and Tracking.  EDXL is primarily composed of the following standards:

· Common Alerting Protocol (CAP)
· CAP v1.1 was adopted as a standard on October 1, 2005.  CAP provides the ability to exchange all-hazard emergency alerts, notifications, and public warnings, which can be disseminated simultaneously over many different warning systems (e.g., computer systems, wireless, alarms, TV, radio)

· Distribution Element (DE v1.1)
· DE 1.0 was adopted as a standard in April 2006. DE provides a flexible message-distribution framework for data sharing in emergency information systems. 

· Hospital AVailability Exchange (HAVE): 

· HAVE adoption is expected in Q1 of 2008.  HAVE provides standard exchange of hospital status, capacity, and resource availability between medical and health organizations and emergency information systems.

· Resource Messaging (RM) – 16 standard messages: 

· RM adoption is expected in Q1 of 2008.  RM supports a pilot for National Capital Region Data Exchange Hub. RM provides standard exchange of resource information (persons or things) needed to support emergency and incident preparedness, response, and recovery. 

· OASIS adoption is expected in late 2007/Spring 2008
· Situation Reporting Standard: 

· Situation Reporting addresses information gathered from a variety of sources that provides a basis for incident management decision making.  It provides information on the current situation, the operational picture, and current response and resources in an actionable form. 
· Patient Tracking Standard: 

· Patient Tracking addresses information about patients and victims of an incident or emergency, their chief complaints, on-scene clinical information, and care and treatments to support patient care, transport and transition to patient care facilities.
EDXL Summary
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EDXL vs. NIEM

EDXL is not a competitor to NIEM and is a complementary messaging construct which consumes and uses NIEM.  NIEM is a data dictionary with tools which may be used for discovery and re-use of elements to define information exchanges applying the IEPD process.  EDXL is a consumer of the NIEM data dictionary.  However, when applying NIEM outside of a standardized message construct, two groups independently developing IEPDs for the same purpose will create incompatible IEPDs.  The result is “stovepipe” exchanges that meet system to system requirements between only those coordinating partners.  In the Emergency Response / Disaster Management community, this issue is being address through EDXL – applying the IEPD process to develop public messaging standards focusing on specific message construct and semantics.  These standards act as a “many to many” interface specification which supports interoperability between independent communities.  
EDXL provides messaging standards satisfying International (OASIS) and National (NIMS) requirements for broad-based emergency and disaster support focused on cross-profession requirements and all hazards.  When developing information exchanges across these communities, EDXL should be implemented or used as the starting point in functional areas supported by published EDXL standards.  NIEM provides the common data dictionary used to build and maintain the standards.  NIEM provides for definition of information exchanges for all other practitioner requirements.  NIEM also provides a mechanism for extension of EDXL-based exchanges, and provides a common repository for all NIEM IEPD’s, including EDXL standards (coming summer of 2008).
Short-term differences between EDXL and NIEM

In the immediate term EDXL is incompatible with NIEM since early EDXL standards were not built using NIEM elements and Naming & Design rules.  Nevertheless, EDXL messaging standards are the NIMS-approved messaging standard for the Emergency Response community.  NIEM mapping and re-use is currently being performed in the definition of new standards within the Standards Working Group. 
Next-Term Integration Strategy

In order to streamline guidance and support for practitioner messaging / information exchange implementation and simplify and align grant guidance supporting messaging requirements, an MOA is currently being developed for signature by NIMS, NIEM and the Office for Interoperability and Compatibility (OIC).   The MOA provides a working guideline to create a unified strategy for standards development and create complimentary grant guidance language, providing DHS, the Emergency / Disaster Response community, and private industry with consistent guidance and standards for disparate systems information exchange.  Intended outcomes of the MOA include:

1. Consistent and collaborative outreach and communication

2. Consistent and collaborative state and local practitioner guidance in the form of grant language and RFP templates 

3. Establishment of NIMS as the authoritative source for information exchange during Emergencies and Disasters.  NIMS-approved messaging standards include endorsement of the EDXL family of messaging standards as appropriate within NIMS guidance.

4. EDXL adoption of NIEM as the common data dictionary for building and maintenance of EDXL standards and evolution of current EDXL standards into NIEM-compliant messaging standards through re-use of NIEM data dictionary elements.
5. NIEM-defined and agreed-upon governance providing for practitioner maintenance of the Emergency Management domain of NIEM

6. Alignment of programs in such a way that implementation of EDXL messaging standards by any entity results in the sending and receiving system deemed as NIMS, NIEM, OIC, and EDXL compatible

7. Clear definition for usage of EDXL standards and NIEM for information exchanges during Emergencies and Disasters 


DHS Disaster Management Program / Practitioner Steering Group Background

Disaster Management (DM) is a communications program of the Department of Homeland Security’s Office for Interoperability and Compatibility (OIC), which is managed by the Science and Technology Directorate.  The DM Program facilitates a practitioner-driven Messaging Standards Initiative; a public-private partnership to create information-sharing capabilities between disparate emergency response software applications and systems.

The program focuses on definition of systems interoperability standards supporting communities that respond to emergencies and disasters.  While other efforts focus on “voice” interoperability, this suite of standards (“EDXL” – Emergency Data Exchange Language) allow all types of systems to seamlessly share information regardless of vendor or underlying technology.  To date, this initiative has developed standards for sharing of emergency alerts, reporting of hospital status and availability, and sharing resources required during emergencies, among others.  The process is driven by a Practitioner Steering Group and Standards Working Group, which is currently developing a messaging standard for Situation (Emergency Incident) Reporting and Patient Condition, Treatment and Tracking.  
A listing of PSG members is provided for reference at the end of this document.
OASIS Background (www.oasis-open.org)
OASIS (Organization for the Advancement of Structured Information Standards) is a not-for-profit consortium that drives the development, convergence and adoption of open standards for the global information society. The consortium produces more Web services standards than any other organization along with standards for security, e-business, and standardization efforts in the public sector and for application-specific markets. Founded in 1993, OASIS has more than 5,000 participants representing over 600 organizations and individual members in 100 countries.
OASIS is distinguished by its transparent governance and operating procedures. Members themselves set the OASIS technical agenda, using a lightweight process expressly designed to promote industry consensus and unite disparate efforts. Completed work is ratified by open ballot. Governance is accountable and unrestricted. Officers of both the OASIS Board of Directors and Technical Advisory Board are chosen by democratic election to serve two-year terms. Consortium leadership is based on individual merit and is not tied to financial contribution, corporate standing, or special appointment.

The Consortium hosts two of the most widely respected information portals on XML and Web services standards, Cover Pages and XML.org. OASIS Member Sections include CGM Open, IDtrust, LegalXML, and Open CSA.

NIMS Background (National Incident Management System)

On February 28, 2003, the President issued Homeland Security Presidential Directive (HSPD)-5, which directs the Secretary of Homeland Security to develop and administer a National Incident Management System (NIMS). According to HSPD-5: 
	This system will provide a consistent nationwide approach for Federal, State,2 and local3 governments to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. To provide for interoperability and compatibility among Federal, State, and local capabilities, the NIMS will include a core set of concepts, principles, terminology, and technologies covering the incident command system; multiagency coordination systems; unified command; training; identification and management of resources (including systems for classifying types of resources); qualifications and certification; and the collection, tracking, and reporting of incident information and incident resources.


While most emergency situations are handled locally, when there's a major incident help may be needed from other jurisdictions, the state and the federal government. NIMS was developed so responders from different jurisdictions and disciplines can work together better to respond to natural disasters and emergencies, including acts of terrorism. NIMS benefits include a unified approach to incident management; standard command and management structures; and emphasis on preparedness, mutual aid and resource management.
NIEM Background
NIEM, the National Information Exchange Model, is a partnership of the U.S. Department of Justice and the Department of Homeland Security. It is designed to develop, disseminate and support enterprise-wide information exchange standards and processes that can enable jurisdictions to effectively share critical information in emergency situations, as well as support the day-to-day operations of agencies throughout the nation.  NIEM defines data-exchange standards for information that is commonly shared across the broad justice, public safety, emergency and disaster management, intelligence, and homeland security enterprises. The standards derive from actual exchanges that support the day-to-day operations of officials at all levels of government, as well as the private sector and the general public. 

NIEM enables information sharing, focusing on information exchanged among organizations as part of their current or intended business practices. The NIEM exchange development methodology results in a common semantic understanding among participating organizations and data formatted in a semantically consistent manner. NIEM will standardize content (actual data exchange standards), provide tools, and managed processes. 


APPENDIX - Office for Interoperability and Compatibility Practitioner Steering Group: 
Timothy Loewenstein (Chair)
Supervisor, Buffalo County, Nebraska 
National Association of Counties (NACo)
Kevin McGinnis (Vice Chair)
Joint National Emergency Medical Services Leadership Conference (JNEMSLC):

*National Association of State EMS Officials;

*National Association of EMS Physicians;

*National Association of EMS Educators; and

*National Association of EMTs.

Vicki Barnett

Mayor, City of Farmington Hills, Michigan

National League of Cities (NLC)

Tim Baughman

Western Area Director, Pennsylvania Emergency Management Agency

National Emergency Management Association (NEMA)

Don Bowers

Captain, Fairfax County Fire & Rescue Department

At Large

John Contestabile

Director, Engineering, Procurement, and Emergency Services, Maryland Department of Transportation

American Association of State Highway and Transportation Officials (AASHTO)

Ron Haraseth

Director, Automated Frequency Coordination

Association of Public Safety Communications Officials- International, Inc. (APCO)

Mike Haslip

Police Chief, City of Blaine Police Department

Law Enforcement Information Technology Standards Council (LEITSC)/ International

 Association of Chiefs of Police (IACP)

Robert Holden

Director, Nuclear Waste Program

National Congress of American Indians (NCAI)
Erin Lee

Program Director, Homeland Security & Technology Division Center for Best Practices, National Governors Association (NGA)

Bill Lent

International Association of Emergency Managers (IAEM)

Sonja Reece

Councilmember, Normal, Illinois

National League of Cities (NLC)

Robert L. Smith

Director of Communication Center & 9-1-1 Services  

Association of Public Safety Communications Officials- International, Inc. (APCO)

Ed Somers

Chief of Staff, U.S. Conference of Mayors

United States Conference of Mayors (USCM)

Shawn Stokes

Assistant to the Executive Director

International Association of Fire Chiefs (IAFC)

Lynn Topp

Program Manager

National Sheriffs’ Association (NSA)

Reuben Varghese

Health Director, Arlington County, Virginia Public Health Department

National Association of County and City Health Officials (NACCHO)

Charles Werner

Fire Chief, Charlottesville, Virginia

International Association of Fire Chiefs (IAFC)

Tim Wiedrich

Section Chief, Emergency Preparedness and Response, North Dakota Department of Health

The Association of State and Territorial Health Officials (ASTHO
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