OASIS LegalXML Member Section:
Electronic Court Filing Technical Committee
Face-to-Face Meeting: April 28, 2004
New Orleans, Louisiana

	First Name
	Last Name
	Role
	Affiliation
	Present
	Absent

	John
	Greacen
	TC Chair
	Individual
	(
	

	Rex
	Brooks
	Observer
	
	
	X 

	Duane
	Nickull
	Observer
	Adobe Systems
	(
	

	David
	Roth
	Member
	Thomson Corporation
	(
	

	Matthew
	D'Alessandro
	Member
	Motorola
	
	X

	Chet
	Ensign
	Member
	Reed Elsevier
	(
	

	Donald
	Bergeron
	Member
	Reed Elsevier
	(
	

	Scott
	Schumacher
	Member
	Thomson Corporation
	
	X

	David
	Goodwin
	Member
	Maricopa County
	
	X

	Robin
	Gibson
	Secretary
	Missouri Office of State Courts Admin.
	(
	

	Gary
	Pinder
	Member
	Individual
	
	X

	Charles
	Gilliam
	Member
	ContentGuard
	
	X

	Dallas
	Powell
	Member
	Tybera
	(
	

	Bruce
	Gitlin
	Member
	ContentGuard
	
	X

	Robert
	Vitello
	Member
	New York State Attorney General
	
	X

	Gary
	Poindexter
	Member
	Individual
	
	X

	Mary
	McQueen
	TC Chair
	Individual
	
	

	Steven
	Taylor
	
	Individual
	
	X

	Terry
	Bousquin
	
	Individual
	
	X

	John
	Aerts
	Member
	LA County Information Systems Advisory Body
	(
	

	Jerry
	Johnson
	
	Texas Department of Information Resources
	
	X

	Christopher
	Smith
	Member
	California Administrative Office of the Courts
	(
	

	John
	Messing
	Member
	American Bar Association
	(
	

	Sean
	Wood
	
	Individual
	
	X

	Robert
	O'Brien
	Member
	Canadian Courts
	(
	

	Dwight
	Daniels
	Member
	Bearing Point
	
	X

	Laurence
	Leff
	Member
	Individual
	(
	

	Tony
	Rutkowski
	Member
	Verisign
	(
	

	John
	Ruegg
	Member
	LA County Information Systems Advisory Body
	(
	

	Robert
	DeFilippis
	Member
	Individual
	(
	

	Tom
	Clarke
	Co-Chair

Member
	Washington State Administrator for the Courts
	(
	

	Moira
	Rowley
	Member
	ACS
	
	X

	James
	Keane
	Member 
	Individual
	
	X

	Michael
	Maddox
	Member
	Sierra Systems
	
	X

	Nick
	Pope
	Observer
	Individual
	(
	

	Christopher
	Durham
	Member
	Reed Elsevier
	
	X

	Catherine
	Krause
	Member
	Washington State Administrator for the Courts
	(
	

	Dan
	O'Day
	Member
	Thomson Corporation
	
	X

	Robin
	Cover
	Observer
	OASIS
	
	X

	James
	Cabral
	Member
	MTG Management Consultants, LLC.
	(
	

	Jim
	Clark
	Member
	Microsoft Corporation
	
	X

	Tom
	Smith
	Member
	Individual
	(
	

	D
	Welsh
	Member
	Microsoft Corporation
	
	X

	David
	Wheland
	Member
	American Bar Association
	
	X

	Larry
	Webster
	Member
	Search Group, Inc.
	
	X

	Nick
	Malik
	Member
	Sierra Systems
	
	X

	Pieter
	Kasselman
	Member
	Betrusted  (Baltimore Technologies)
	
	X

	Jeff
	Karotkin
	Observer
	Individual
	
	X

	Roger
	Martin
	Member
	Netscape/AOL
	
	X

	Catherine
	Plummer
	Member
	Search Group, Inc.
	(
	

	Roger
	Winters
	Secretary
	Washington State Administrator for the Courts
	(
	

	Steven
	Tam
	Observer
	CrimsonLogic (North America) Inc.
	
	X

	Meng-Chun
	Lin
	Member
	US Department of Justice EOUSA
	
	X

	Mike
	Waite
	Member
	US Department of Justice EOUSA
	
	X

	Diane
	Lewis
	Member
	US Department of Justice EOUSA
	(
	

	Allen
	Jensen
	Member
	Orange County Superior Court
	(
	

	Rolly
	Chambers
	Member
	Individual
	
	X

	Kyle
	Snowdon
	Member
	MTG Management Consultants, LLC.
	(
	

	Ellen
	Perry
	Observer
	MTG Management Consultants, LLC.
	(
	

	Rex
	McElrath
	Member
	Judicial Council of Georgia
	(
	

	Gregory
	Arnold
	Member
	Judicial Council of Georgia
	(
	

	Scott
	Came
	Member
	Washington State Administrator for the Courts
	
	X

	Jason
	Harrop
	Member
	Individual
	(
	

	Rockie
	Morgan
	Member
	Sierra Systems
	
	X

	Ockert
	Cameron
	Observer
	Individual
	
	X

	Debi
	Miller-Moore
	Observer
	ADR
	(
	

	Paul
	Embly
	Observer
	
	(
	


Summary of Actions Taken

1) Tom Clarke of the Administrative Office of the Courts of Washington was elected as public sector Co-Chair of the OASIS Legal XML Member Section Electronic Court Filing Technical Committee

2) Received a detailed report from the California AOC’s 2GEFS project, presented by Christopher Smith.

3) Received a detailed report from the Open Court XML Interface project, presented by Jim Cabral of MTG.

4) Reviewed decisions made about “Court Filing – Blue” at the last meeting of the technical committee. 

5) Reached a number of consensus decisions regarding the content and structure of the “Court Filing – Blue” specification to be developed by the technical committee:
· Agreed that there needs to be a Filing Container so long as we are dealing with submitting “BLOBs” for filing. 
· Are we going to have profiles that include messaging along with other architectural characteristics? Consensus was YES. 
· The consensus was to go the MIME route even understanding there will be inefficiencies for programmers. We will have a mechanism for indicating at the MIME level the encryption state. 
· Do we need to select a signature standard? Encryption standard? Are we using XML-Signature and XML-Signature? No disagreement was voiced. 
· Agreed to detach signatures. 
· We are using the data model. We are using the data dictionary. We are doing this to develop subset schemas. 
· We recommend looking outside for a standard for payments, with UBL as a good candidate.
(Note: additional decisions may have been reached that were not captured in the meeting notes.)
Welcome and Introductions

John Greacen opened the meeting and the attendees introduced themselves. The above attendance table is based on the membership as listed on the OASIS LegalXML Electronic Court Filing Technical Committee Web page. Anyone who notes an error in an entry should notify Robin Gibson, Webmaster/Secretary, so corrections can be made. Those shown above as attending include individuals who joined the meeting for the telephone conference call ((), as well as those who were physically present in New Orleans (().
Co-Chairs
Mary McQueen has resigned as public sector Co-chair of this TC subsequent to her recent appointment as President of the National Center for State Courts. We now need to fill that position. John Greacen asked for suggestions on how to do this. Robin Gibson suggested that we need someone from the courts who has access to a court administrator. Robin nominated Tom Clarke of Washington’s Administrative Office of the Courts. There were no other nominations. We will formally elect the public sector Co-chair during the telephone conference call at 3:00 p.m. in the afternoon (Central time), to ensure maximum participation by TC members. This is prior to the telephone conference call for the LegalXML Member Section.
Some of the attendees are not members of the TC. John Greacen explained that we have previously asked that observers commit to abide by the intellectual property rules of OASIS and this technical committee: If there are any patent claims, they must be announced in advance of presenting them so we can decide whether to proceed or not. All of the observers present agreed to abide by these policies. 

John Greacen said this is a very important meeting of the technical committee: within the few hours until 3:00 p.m., we need to set the course for the development of “Court Filing – Blue” and make decisions necessary to begin the development of the specification.

Introduction to Court Filing Blue (Dallas Powell)
Discussion, led by Dallas Powell of Tybera, took place around the last meeting’s work product defining what “Court Filing – Blue” should entail. The outline follows (including modifications made during today’s discussion):
Revision history

12/11/03

initiated document in Las Vegas face-to-face OASIS LegalXML

01/04/04

comments by Dallas Powell submitted to phone meeting for OASIS LegalXML

02/09/04

incorporated comments from 1/40 phone meeting

04/28/04

incorporating comments from technical committee meeting

Toward a Definition of Court Filing Blue

Vision
OASIS LegalXML Court Filing Blue is a set of specifications that provides the ability to electronically exchange information between and among the courts, their partners, and customers. 

Principles
1 Leverage existing XML standards

1.a. XML Schemas

1.b. XML Namespace

1.c. XML Signature

2 Support emerging Justice System data structures

2.a. GJXDM

3 Support court-specific  data

3.a. Specific XML schemas 

3.b. FlatFile 

4 Define Basic Court Filing Envelope and methods of embedding information

4.a. GJXDM

4.b. Binary Objects

4.c. Implementation Specific extensions

4.d. XML Signatures

5 Support all Binary types

5.a. PDF

5.b. TIFF

5.c. XML Documents (Court Document)

5.d. Others

6 Define Methods of publishing Court Specific requirements

6.a. Court Policy

7 Define methods of conforming to and or recognizing levels of interoperability

7.a. Level 1: Court Filing envelope (conformance required)

7.b. Level 2: + messaging (e.g., ebXML envelope) + server authentication (recognized)

7.c. Level 3: + user authentication + access controls (recognized)

8 Identify standards for messaging and communication that are recognized

8.a. HTTP synchronous and asynchronous responses

8.b. Web services (SOAP, WSDL, UDDI)

8.c. ebXML  / ebMS 

9 Identify recognized methods to implement security usage 

9.a. XMLSig (signatures, document integrity)

9.b. XML Encryption (sealed documents)

9.c. SAML

9.d. Certificates

9.e. Privacy (payment information)

9.f. Define in Court Policy whether it is proprietary or public 

10 Comply with governmental standards

10.a. FIPS

10.b. NCIC

10.c. HIPAA? (are the courts covered entities?)

11 Support court functional standards

11.a. COSCA/NACM

11.b. ABA Standard 1.65 (Court Use of Electronic Filing Processes) – as recommended in “Standards Relating to Court Organization”

12 Support all court types and court filing types

13 Define methods of certifying compatibility of layers of interoperability

13.a. Support version control of the envelope, 

13.b. court specific schemas

13.c. court policies

13.d. publish methods of utilizing recognized messaging and communication standards through architectural profiles (specifying limited set of architectural profiles that the standard is expected to support)

14 Support exchanges between courts and other entities (e.g., criminal justice, law firms, and other supporting industries)
Christopher Smith – Second Generation Electronic Filing Specifications

Christopher explained that he inherited this project and is here to provide information about the background and the results. (An outline in PowerPoint format was sent by Christopher in advance. Much of that is reproduced in the following notes. Questions, answers, and discussion during today’s meeting is provided in this section in italics.)

Second Generation Electronic Filing Specifications

Legal XML 

Court Filing Committee

April 26, 2004

2GEFS: Agenda

· Background of California e-filing efforts

· 2GEFS Overview

· 2GEFS Why and Why Now

· 2GEFS Approach

· 2GEFS Details

· Intellectual Property

· Envelope

· Digital Signatures

· Data Encryption

· Document Integrity

2GEFS: E-Filing Background

· California E-Filing Technical Standards 

· Approved in 2000

· Developed by vendors and court personnel

· Good first step

· Based upon Legal XML’s Court Filing 1.x 

· California Rules of Court

· Approved in January 2003

· Outlines roles and responsibilities for courts, vendors, and filers

· Identifies when a court may mandate e-filing (complex litigation, consolidated cases)

2GEFS: An Overview
· Schema Building Blocks

· Modularity: XML Schema building blocks are reusable

· Extensible: Elements built into schema to allow customization without breaking interoperability

· Schema Framework: 

· Rules for building block construction

· Namespaces

· Repositories

· Version Control, and more… 

Question: What is the meaning of “Extension?” – How is it plugged in? The rest of the specification is very clear about use of namespaces, etc. If we were to use 2GEFS, we would need to discuss how to mold the extensibility to make it work for this group. There would also be a need to address conformance testing.
2GEFS: An Overview
· Messaging: HTTP, HTTPS, SMTP, SOAP (both 1.1 and 1.2)
--The meaning of this is “potentially support,” but they actually push HTTPS. This is significant for how the envelope gets structured.

QUESTION: The State of California does not allow SMTP traffic. Sacramento and most courts do not operate on that system at this time. They will use the state’s process when moved to the technology center. John Aerts warned there are issues that need considering. Christopher: Courts are considering moving to HTTPS.

There is a concern over when the Court sends information to state agencies. They are now dealing only with civil side, so AOC will have to address these data movement issues before addressing the state agency transactions.

· Responses

· Synchronous Responses : “acknowledged” and “not acknowledged” – could be that “error occurred.” – during the session connection there is a direct response
· Sent over HTTP or HTTPS

· Use same connection as submission

· One synchronous confirmation defined

· Asynchronous Responses – these are not during the initial session but follow it (e.g., document has been “accepted”)
· May be sent over HTTP, HTTPS, SMTP, Fax, or US Mail

· As many asynchronous confirmations as needed
2GEFS: Why and Why Now
· Why?
· To implement a single set of specifications for use across the state

· To facilitate the implementation of e-filing programs across the state by:

· Simplifying the steps

· Reducing the costs

· To ensure interoperability between courts and vendors (e.g., multiple vendors can serve one court; one vendor may serve multiple courts)

· To provide e-filing specifications for the California Case Management System (CCMS) – this was a major point of emphasis – this is being constructed right now – Deloit Consulting is building the civil side; Bearing Point the criminal side. These case management systems will eventually be implemented in all courts of California.
2GEFS: Why and Why Now
· Why Now?
· Courts have begun to implement e-filing systems – systems being implemented are quite varied across the state; there have been very expensive implementation issues – some issues are around messaging, response, confirmation – has been expensive to develop and to interface with CMS – Los Angeles has about 20 different case management systems
QUESTION: Are courts expected to use the standardized case management system before doing electronic filing? ANSWER: No. 

· Rules of Court are in place

· Public is increasingly seeking government services via the web

· Technology environment becoming more hospitable for implementing e-filing (fewer CMSs, network upgrades)

· To coordinate with development of statewide infrastructure (e.g., CCMS)

2GEFS: The Approach
· Phase I

Core Specifications Development

· Phase II

Validation Testing – Now, Sacramento Superior Court – unlawful detainers. Working with 4 vendors on this validation project. Future phases follow:
· Phase III

Standardized Court Forms & Documents
· Phase IV

Test Court Forms and Documents

· Phase V

Verify compatibility of vendor products

2GEFS: The Approach
· Phase I—Specifications Development

· California Court Policy

· An automated and highly scalable way to provide unique court details (e.g., court name, hours of operation) in XML

· California Court Filing

· XML Envelope & confirmation messages for Court Filing

· California Request/Response 

· XML for requesting information from the court CMS 
(e.g., party information, documents)

· California EFM-CMS API

· Standardizes how the information is passed between the 
e-filing application and the CMS 

2GEFS: The Approach
· Phase II—Validation Testing

· To ensure the 2GEFS meet the needs of a court to implement e-filing

· In coordination with Sacramento Superior Court’s implementation of Unlawful Detailer e-filing System

· 3 vendors have filed 2GEFS compliant XML to test servers:  One Legal, counterclaim, Essential Publishers, and e-filing.com may also join in this work.
· Vendor(s) have begun test filing into the court’s EFM pre-production system

· Court has returned both synchronous and asynchronous confirmations – using the “Reply To” element in the envelope. 
· Court hopes to use system as they implement e-filing for other case types – What civil case types now? Only “unlawful detainers” (landlord/tenant).
Christopher: We’re going to be done in about 30 days and at that time all of the documentation can be shared. 

Does this follow the Justice data dictionary? See below…
2GEFS: Intellectual Property
· The Specifications are owned by California  

· Based on xmlLegal Building Blocks licensed freely under a modified General Public License

· State and xmlLegal negotiable on IP arrangements for national standard bodies

· Building Blocks based on W3C Technologies

· No specific code required – Many XML tools and utilities usable with 2GEFS

Christopher: Both state and xmlLegal are “extremely negotiable” about IP and are willing to share the work done in California. In California they decided that the liability risks of a general public license precluded their doing that. They see the next best thing as a free perpetual “click-wrap” license – you go to the Web and agree to the terms of use, click “Yes” and proceed to use it. Christopher added that this has to do with State of California liability protection. Seeking to avoid claims of infringement of IP against the State.
If Washington wanted to adopt 2GEFS, they could move it into their namespace and keep it there, and that would not break the policy. Christopher said the key is the rules and issues around how namespaces are used. Jim Cabral said one is locked into the naming scheme of the OASIS specification on namespace. (?) Don said this is based on what are good engineering practices around namespaces. If there is a semantic change in a namespace, it has to be contained in its namespace. If we accept the interoperable definition, it would not be necessary to move it to a different namespace. 
There could be a “national,” non-California Namespace, Christopher said. 

Are we talking interoperability within California courts, or other courts? What is the objective relating to other agencies there? Christopher said that the Data Integration Program Team is engaged in trying to figure out where e-filing ends and data integration begins and whether these are separate or the same. They have just formalized this program in California, so the work is getting under way. It is a convergence of two prior projects. They are defining the scope of each and how they are to be brought together.

Are there different IP rules associated with the schema framework and the building blocks? Everything that is open by the AOC is also licensed by xmlLegal under its GPO. xmlLegal is willing to loosen the IP restrictions, if needed, in order to remove the stumbling block, if that’s what IP is, to make it possible for LegalXML to adopt it.

Problem has been with: “Based on xmlLegal Building Blocks licensed freely under a modified General Public License.” 

Christopher thinks that the State of California would require a stronger license than a standards GPL. He believes that xmlLegal would be willing to grant an unmodified GPL. 

Our technical committee requires “necessary license rights on perpetual, royalty-free, and nondiscriminatory terms.” 

Christopher said he has not been authorized to speak on behalf of the State of California or xmlLegal except to explain that they are willing to negotiate. 

Dallas wondered if we might take the work of interest from California and use it as part of our own specification, then California might be held harmless. John Greacen pointed out the language from the TC charter that relates to this. We do not take the position that we would not include material in which someone else asserts an IP right, provided that users of our standard would not be infringing on that right and that the person who holds the right gives a “perpetual, royalty free and non-discriminatory license” to us and all those users. John hears Christopher saying that both California and xmlLegal seem to be open to such an agreement. Christopher said he agrees this seems to be true. John recalled that there is a history with the principal of xmlLegal that has previously made it impossible to consider this, but noted this seems not to be the case today, so it would be possible to move forward. We would have to work it out and get the specifics down on paper. This does not any longer seem to be a “deal breaker” or “show stopper.” 
We do not have to exclude considering 2GEFS from consideration as we decide what the content of Blue should be, given the expectation that the IP policies of California and xmlLegal will be modified so they are not impediments to this technical committee’s use of 2GEFS. Are the IP elements of California, including the building blocks owned by xmlLegal, separable? Probably not.
John Messing said that we could preserve California’s interoperability by treating 2GEFS as an API – we could use the knowledge they have created without buying into the California system. John Greacen said we can preserve interoperability more easily than we can remedy IP rights issues. To use this product as a strawman or otherwise, we have to be sure we would not be sued in doing so. Is it worth moving forward on the assumption that a deal will be made? 
Greg Arnold said the angels are dancing but it will take time to find out where the pin head is and to count the vote. We need a person or group to enter discussion with California and xmlLegal, John Messing said. Today we can only assume that since there is no known infringement we could take that within the literal language of our policies, which address known rights. Within the known rights can we get the kind of license for the knowledge that we require? 

Tom Clarke suggested that the presentation of architecture today is of interest to us such that Christopher should move forward. He should also be given a copy of our policies to take back to California and xmlLegal to ensure they are able to work with us. We also need to understand whether OASIS would have issues or concerns – can they consider indemnification and hold harmless of third party rights that we are going to accept as a contribution?
2GEFS: Envelope
· Can use 2GEFS, SOAP 1.2, or ebXML Envelopes – Christopher: we have our own envelope but are not pushing it on the courts, but supporting any of these.
· Envelope has three elements

· Envelope 

· Header

· Body 

· Header schema used for both 2GEFS and SOAP Envelope

· Information carried includes To, From, CC, Reply To (similar to Legal XML Court Filing 1.X)
2GEFS: Envelope
· Imbed document(s) with Document Schema

· Only one Lead Document (official one is the first one – Christopher thinks this may be under discussion) – one court could say the official document is the XML version while another could say the official version is PDF – this would need to be stated in Policy. The “lead document” is the official one filed in the court, to be filed, stamped, and implemented into the system. Allowing for attachments is under discussion there about how to handle attachments, e.g., whether they are filed together or separately.
· Lead Document assigned within Document Schema

· May have multiple versions of same document (e.g., .pdf and .doc)

· May include data file (e.g., XML, structured text) – It can include attachments to the lead document ( clarified.
· Filing content is time stamped, reviewed, accepted, and inserted into CMS at Clerk Review module.
QUESTION: ebXML envelopes support MIME attachments. There can be multiple payloads in them, with different signatures, John Ruegg said. Christopher said they are not using ebXML. But the issue is the MIME use. Dallas likes it because it allows him to trail his evidence better, to show the chain of custody.
2GEFS: Envelope
· Storage of Information is implementation specific

· Sacramento Implementation  - it’s really determined by the local court’s CMS and their business practices – this will be simplified as the state moves toward more unified practices.
· Filing content is time stamped, reviewed, accepted, and inserted into CMS at Clerk Review module

· Information stored determined by Court’s CMS

· Courts responsible for maintenance of case record information—methods not determined by 2GEFS
-each court stores its own documents and has its own business rules. 
2GEFS:
Data Encryption
· State has no official digital signature authority – can accommodate any signature standard, Christopher said.
· W3C XML Signature recommended

· 2GEFS can accommodate any signature standard

· California developing network security policies that will support electronic filing – considered out of scope of 2GEFS (assumes networks must be secure and trusted) based on the network security team’s work
· Data may be encrypted using

· Imbedded single-key cryptosystem

· SOAP security

· W3C XML Encryption (two-key cryptosystems) Sacramento is doing just the single key cryptosystem at this point.
2GEFS: Document Integrity
· Imbedded Documentation

· Messaging Protocols: HTTP, HTTPS, SMTP

· Can accommodate SOAP 1.2, SOAP, Security, and W3C Signatures.

· 2GEFS hasn’t dealt with what it might take to ensure there is document integrity when it is opened 5 years or so later – the assumption is that this will be addressed in the CMS.
· Question: Fraud is typically internal-how do we ensure against that? COSCA/NACM standards call for the FIPS hash as a protection against document modification. Roger said we do not give the criminal justice function to the technology as though it can prevent fraud – the key is that the custodian of records be accountable for maintaining them properly and securely.

2GEFS: Payments
· Filing XML can contain payment information (if payment is chosen as a feature for it)
· Payment schema supports Internet Credit/Debit Card, EFT/ACH, and Court Accounts payments

· Courts will arrange payment processes with vendors (e.g., who will collect the fees, who will validate the fees, etc.) – court might become its own credit card validator, for example. If not in the envelope, where is the payment information? Christopher said that some courts don’t want the payment schema to be mixed in with the filing; he sees it as being included in the body, not the envelope.
· Payment information is not included in the Envelope
2GEFS: GJXDD and GJXDM
· 2GEFS Data Dictionary developed from many of the same sources as GJXDD 3.0 – Christopher can provide a list of these sources (doesn’t have that with him today).
· Different naming conventions than GJXDD 3.0

· Uses schema building block methodology versus single namespace for all elements as with GJXDM

· California intends to brings the 2GEFS into compliance with the GJXDD

· California is awaiting developments from the OJP before forming a decision on GJXDM – What decisions are they waiting for? The Data Integration Project feels the dictionary is a solid piece of work, but they haven’t been completely convinced that the data model is completely integrable for their courts. The State of California (including Sheila Gonzales, chair of data infrastructure process for the entire state through an Attorney General committee) has a contract with “On-Track,” using the GJXDM and the “JIEM” tool for doing their data modeling for the entire state of California. Have these issues been identified and submitted to the GJXDM? Paul Embley said the data model will change, rather than wait for the complete, perfect solution to be assembled. They resist any suggestions of making structural changes. There will be training in May (there are open slots in Atlanta). A focus group has identified a number of things that need to be looked at with the data model. They’ll be posted to the IT OJP Web site. One thing they’ve found is that there is a lot of education that needs to happen, not just for developers, but also how the development occurred. Paul said that he will take on any issues or questions that anyone feels aren’t getting addressed or getting resolution. Christopher said they are waiting for the completion of their comment period before they will assemble their questions and comments for the GJXDM. He is confident their data dictionary will also change in similar ways. We need to figure out points where we can converge and bring it all together, but this is very hard to do.
2GEFS: Extensibility
· Extension element within schema

· For example, Sacramento Court Policy has extensions for specific information regarding Unlawful Detainers

· Courts may also create court-specific 2GEFS compliant Specifications in own namespaces to expand on 2GEFS

· Building block schemas facilitate implementation without putting undo expectations on application developers

Dallas said that it is the filing specific extensions, not the case type extensions, that they have most often had to create. Tom Clarke commented that a lot of case management systems have a two-tiered way of identifying the case type (in Washington, we have a “cause code” to do this). 
Christopher said the building blocks were designed to avoid putting too much of a burden on local developers and implementers of electronic filing.

2GEFS: Court Policy
· Focused on key items – chose to focus on items rather than to go to the level of all the things they could think of that might be addressed in Policy.
· Court Details

· Clerk of Court

· Hours of Operation

· Document Types Accepted

· Payment Methods

· Version

· Publication Date (date the policy was published) – Is it reasonable to say that you’ll have both XML structured information they can download and sometimes it’s instructions for the filer? Yes, both could be included in Policy. Don said a goal is to avoid things like phone calls as much as possible. 
Fees are also covered in Court Policy and there can be frequent changes sometimes.

2GEFS: Court Policy
· Easy to implement because of scale and flexibility

· Court Keys, Tables, and Yes/No Filters identify which types of cases may be e-Filed and at which courthouses

· The code table and code schemas specify codes for submissions

2GEFS: What’s Next
· 2GEFS accepting public comments until May 14 

http://www.courtinfo.ca.gov/invitationstocomment/cproposals.htm


· Investigating ways to bring 2GEFS in conformance with GJXDM
· Identifying courts in California to assist in implementing 2GEFS compliant e-filing systems

· Questions and Comments
Christopher Smith
415-865-7416
christopher.smith@jud.ca.gov

Open XML Court Interface (OXCI) Project
Jim Cabral presented an overview of the OXCI Project. The PowerPoint slides presented are reproduced in these notes, and questions, answers, and other discussion is noted through text inserted after the slide to which it applies.
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Introduction



Open XML Court Interface (OXCI) is an Architecture …

» Modular components.

– EFM and adapters.

» Open interfaces.

– Leverage XML Schema, Web Services, and the GJXDM.



… and a Reference Implementation.

» Open source.

» Leverage open technologies.

– J2EE, EJB, JAXM, JAXP, JDBC, and JSP.

– ebXML Messaging Service v2.0.

– Web Services.

» Licensed under the Mozilla Public License 1.1.
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OXCI Architecture



System components.

» EFM.

– Web server.

– Application server.

– Database server.

» EFSP.

» CMS.

» DMS.



Interfaces.

» EFSP – EFM.

– Standard messaging APIs.

» EFM – CMS/DMS.

– Adapters implement simple Web Services.


They are working with a number of EFSPs including counterclaim and Efiling.com. There are four pilot sites with different case management and document management systems at each site.

They are using ebXML in this project but could replace it with another messaging system in another implementation if desired.

Tom Clarke said the only way this is relevant to this group is that it is a possible reference implementation. It should be irrelevant to us how the application gets implemented. We should be able to implement these XML APIs in anything. Jim said he is trying to call out what is implementation specific.

Jim said interfaces will be defined in WSDL and implemented using SOAP. One pilot site is using Sustain and is developing a Sustain adaptor using a SOAP based interface. Are we going to be defining the interfaces to CMSs and DMSs in an architecture-neutral way? If so, Web services is one way to do that.

The following graphically illustrates the implementation:
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OXCI Implementation

Application Server (JBoss, WebSphere)

Servlet Container

Servlets, JSP

Application Container

J2EE

MSH (Hermes,GoXML)

Servlets

EFM Application

EJB

CF XML

over JAXM

CMS

CMS Adapter

EJB or other

CF XML

over SOAP

Custom API

DMS

DMS Adapter

EJB or Other

Custom API

CF XML

over SOAP

Web Browser (IE)

HTML

HTTPS

Database Server (MySQL, DB2, Oracle)

SQL

JDBC

JDBC

CF XML over

ebMS over HTTPS

EFM Server (UNIX, Linux, Windows)

EFM GUI

JSP

RMI

 over IIOP

EFSP Server

XML Parser (Xerces)

DOM, SAX

JAXP, JAXB


John Ruegg said he liked that there is one place for the application logic and two ways in, one of which is Web based. Tom said again that the part that is architecturally interesting to LegalXML is the external APIs, not the internal structure.
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Architecture Characteristics



Overview



Intellectual Property



Envelope



Security



Payments



Communication and Messaging



Compliance With Other Standards



Court Extensions



Court Policy
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Overview



Envelope vs. Architectural Issues.

» Binding to messaging system would define an envelope if needed.

» In the ebXML implementation, ebMS provides the envelope.



Synchronous vs. Asynchronous Responses to a Submission.

» ebXML MSHs support both synchronous and asynchronous 

responses.

» Every submission has two responses.

– Received (acknowledgement).

– Accepted or Rejected (disposition).


On the fundamental issue of using an envelope (or not), Jim found that much of the LegalXML work for the envelope is what the ebXML messaging envelope has been designed to do. It was not clear, therefore, that there was a need for a LegalXML envelope – although there might well be the need for an envelope, just not LegalXML’s. If the messaging system didn’t provide the envelope, we would have to provide one. Since they used ebXML which has an envelope they did not have to supply one. If Court Filing – Blue requires an envelope, OXCI will implement it.

John Ruegg said we create some confusion when we use envelope in different senses: transmissions and as a container. If we call it something else, it might help us in better communicating with each other about this. Dallas said that a lot of times we fear duplicating information on multiple layers and he’s not sure that is a reasonable thing to fear. Is the “From” and “To” information significant? John Ruegg said that the eGov specification makes it clear that this is routing information having to do with which server sent and which received the message. John Messing said that OXCI sought to borrow functionality where it already exists and then would be able to focus only on what was missing.
Tom Clarke said that “envelope” has been used in three different ways at three levels of abstraction. We need to clarify what we mean by “envelope” versus “container.” A task before us is to clearly identify the differences.
Can they support synchronous and asynchronous responses? OXCI can. Jim said they see there are two responses: the “received” and the “accepted” at the time when the clerk review is completed. Roger Winters asked whether it is necessary to issue “accepted” acknowledgments, if the DMS is viewable to filers, since they can always look and see that the document is successfully filed. Only “rejected” acknowledgements would need to be issued by the court, he said. 
Dallas believes we need to have a clear definition of what each “rejected” or “accepted” acknowledgement means. For example, receipt acknowledgement relates to a document being “lodged” and “accepted” would mean something about having been successfully reviewed, approved, and added to the file.
Dallas said we need to decide whether we are going to define timing mechanisms against each acknowledgement as well. We need that to be common across all of the courts. Discussion of the importance of various deadlines illustrated the importance of the timing mechanisms being in any system. 
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Intellectual Property



Freely available documentation.

» Documentation is hosted at http://oxci.sourceforge.net.

» It can be posted on the OASIS LegalXML Web site if necessary.



No patent or patent pending issues.

» Architecture, schemas, and software may be distributed and 

modified freely according to the Mozilla Public License v1.1.



No dependencies on proprietary technologies.

» Architecture depends only on XML Schema and the GJXDM.

» Implementation depends on ebXML, J2EE, and other technologies.



Code is provided, and reuse and modification are encouraged.

» Complete source code for the EFM.

» Templates for the CMS and DMS adapters.


Sourceforge.net is the host of most open source projects. This is available to anyone who is willing to make their source code freely available. Jim encourages people to use it for other projects, too. We can also post it on the LegalXML site. This could be a reference implementation from the point of view of LegalXML. Vendors will come up with better implementations. The OXCI steering committee will be responsible for determining which version and repository location is the “official” one for OXCI. 
They have researched and not discovered any patent, proprietary technologies, or other such limitations on what is contained within OXCI. The “J2EE” is not really open, since Sun manages the Java specifications pretty strongly. Tom said this is in a way moot to us because our concern isn’t the implementation, but the APIs.

John Greacen asked whether the question isn’t whether the schema is free of IP constraints, not the product or implementation. Yes, that is the area of IP concern. No claims are being made by anyone relative to IP rights in OXCI.
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Envelope



Submission envelope if needed.

» Binding to messaging system would define an envelope if needed.

» In the ebXML implementation, ebMS provides the envelope.

» Non-XML documents are MIME-attached, not embedded.



Multiple submissions within an envelope.

» Information from multiple cases can be submitted in one envelope.

» Each FilingSubmission includes pointers to the documents for that filing.



Submitting party can be a nonparticipant of the case.



Envelope retained after submission.

» The FilingSubmission and FilingConfirmation are both stored after the 

submission is received.

» The system may store enough information so the case could be transferred 

to another court and that court could tell if any data was changed (this 

needs to be validated).


The “envelope” as defined in LegalXML CF 1.1 was determined not to be necessary. There is no embedding of documents here. The standard ebXML messaging approach is used instead. Jim Cabral explained how that would work. 

Dallas asked whether one can carry multiple filings in a single transmission. Yes, there can be multiple filing submissions. There is a container for as many filing submissions as you want. You can have multiple filings in multiple cases. Each “FilingSubmission” includes pointers to the documents for that filing.

John Ruegg asked about the court filing submission metadata. Does OXCI have it in one payload with two MIME parts, the submission and the lead document? Jim said the submission data is in the SOAP body, which consists of the ebXML Manifest, then the metadata in the SOAP body, then the attachments. The SOAP header includes all of the routing information.
Tom Clarke said that by following the strategy of using the SOAP and Web Services Security architecture this OXCI architecture has tremendous flexibility to cover a wide variety of business models. Part of our strategy is that smarter people than us have designed this architecture to cover a variety of business models, so we should take advantage of that. John Ruegg added that this is related to what is needed in other areas, e.g., financial transactions. Tom said it is important to have an architecture that provides for the same things for court filing, banking, and other transactions, not something different and distinct for each thing.
Submitting party can be a non-participant in a case.
What should be done with the envelope after submission? The approach is to store both the submission and the confirmation. To be sure about it, you really have to store what was originally filed and the confirmation. The filing submission is signed by the filer, not the court. Filing confirmation is derived from filing submission. You can’t add additional elements if the filing submission has already been signed. Tom Clarke said that SOAP Messaging Security 1.0 allows for signing at multiple points in a process. This was not available when this was designed. John Ruegg said that e-Gov goes through all sorts of signature scenarios. Jim said the filing confirmation can’t be a derived superset of the filing submission; it needs to be treated as a separate element. You could, of course, send both back, although OXCI is not sending both. “FilingSubmission” is from the GJXDM. 
Transfer of a case from one court to another was not something that OXCI has covered. Tom said that they have discovered some use cases that need to be addressed, too.
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Security



Digital Signatures supported.

» In the ebXML implementation, Digital Signatures are embedded in 

the envelope using the e-gov SecurityBlock, which supports 

multiple signatures if necessary.



Encryption supported.

» In the ebXML implementation, sealing is supported using XML 

Encryption.

» Sealing during transmission does not affect the envelope.

» EFSP seals during transmission.

» EFM seals after transmission.



Document integrity supported.

» DigestValue in XML Signatures supports document integrity.

» XML Signatures are preserved to test document integrity later.


There is a SAML assertion that could be used if they wanted to, though it is not being used. The e-gov Security Block does not handle encryption of the payload, Jim clarified. One of the issues here is that although ebXML Messaging Service 2.0 says it supports digital signatures, it doesn’t say how. The e-gov one does give specific examples of how to do that. 

Dallas explained that he meant to ask about sealing data, not just about encryption. John Greacen said that he still needs to be convinced that encryption is the right way to handle sealing. In the courts, we don’t transform the data, we block the access. Roger argued that the clerk must be able to access the sealed records because the clerk is the custodian of the DMS. 
The clerk may have the duty to maintain security, sealed records, etc., and the technology does need to provide the tools, like encryption, that can be used for this. However, the design issues for each court and clerk are decisions for them as they determine how they will perform their duties. It may be advantageous to a clerk to adopt such technology if only to increase public trust based on the perception that electronic records are appropriately protected. 

“You’re not following a standard if you implement it differently than they say you should.”
XML Signatures are preserved to test document integrity later.
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Payments



UBL PaymentRequest envelope describes fee collections.



UBL Payment carries confirms payments.


Payments would be leveraged through Universal Business Language (UBL) standards for handling financial transactions. If there are court financial transactions not covered, go to them and ask for an expansion of their standard to cover it.
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Communication and Messaging



Reference implementation supports ebXML Messaging.



ebXML supports FTP, SMTP, SOAP, and HTTPS.
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Compliance With Other Standards



GJXDM.

» XML Interface Specifications are GJXDM 3.0-compliant subset 

schemas.

» GJXDM compliance includes compliance with ISO 11179 and other 

standards.



W3C XML Schema.

» Schemas are used exclusively – no DTDs.



W3C XML Signature and Encryption.

» Signatures supported through e-gov TC extensions for ebMS.

» Encryption also supported.


The first iteration was an attempt to use the full GJXDM schema, but the subset schemas “work-around” seemed to work much better. There were some Java tools that failed to do what they said they would do, not a problem attributable to the GJXDM itself. Paul said they are working with such vendors on problems when they are noticed; for example, they are working with XML Spy on some issues they discovered.
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Court Extensions



Court extensions are local extensions of GJXDM and Court 

Filing objects inserted using type substitution.



Court extensions are defined in a separate schema, which is 

referenced by the Court Policy.



Court extensions must be defined in XML.


These are supported using type substitution: if you are going to add elements to an existing element, or if you want to add enumerations, this is allowable within the GJXDM, but you have to do it outside the GJXDM Namespace. You derive the new element, even with the same element name, but in the new namespace outside the GJXDM. This means that in the instance document there is an additional attribute that indicates that this is a local extension rather than an original object. 
John Aerts noted that if you sign up for the NIST test registry, they ask you for the Country Code when you do so. When you register and it builds the UUID’s, it uses the country and state you’re coming from – presumably they’ll add the counties to this. Extensions would be defined using these codes. John proposes that this be the court extension naming convention. For example, US06637 identifies Los Angeles County. One caution is that courts may not map to geography. There is a separate section in the FIPS diagram that lists metropolitan areas. The question for us is whether we want to have a separate naming convention within LegalXML. Discussion of potential ways to do this took place. 
Court extensions would replace a parent element and add additional children. They would have to be in XML.
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Court Policy



Minimalist but extensible approach to Court Policy.



Court Policy defines:

» Type of cases that can be submitted.

» Court locations that accept submissions.

» Address to submit to.

» Required court extensions.



Not explicitly defined in Court Policy – but could be defined as local 

“policies” or “rules”:

» Fees.

» Fee payment protocols.

» Documents required for each submission.

» Court codes (also definable in court extensions).

» Acceptable file formats.

» Documents that require Digital Signatures.


Tom mentioned that Nebraska will be a test site and they have their own version of Court Filing that is independent of the OXCI project. This court policy is based on the Nebraska example. 
Roger said that “Documents that require Digital Signatures” might better be “signature requirements and methods.” 

Tom said that vendors told us that we should not over-specify Court Policy right now because it is a semantic “black hole” that we could have a lot of trouble retreating from. We need to be minimalist and have change control.
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The Future of OXCI



Project schedule.

» Development of Iteration 2 complete – April 30.

» Development of Iteration 3 complete – May 21.

» Pilot testing complete – July 12.



Future issues.

» Updates.

– Court Filing Blue.

» Support.

» Management.


Code release should be by the end of May. Pilot testing should be done in June, with report available in July. There are some ongoing issues including some for the steering committee. The most pressing issue is Court Filing Blue: if this project ends before Blue is completed, there has to be some way to update the code. Tom said that Washington State commits the resources to upgrade OXCI code based on whatever Blue turns out to be – this is because Tom wants to have this as a reference implementation.
There is both a Java adapter (provided by counterclaim) that implements the EFM of the Web service. For each CMS and DMS, someone (vendors, developers, courts) will have to develop individual adaptors that will take Web service definition and implement an adaptor that works with it. Although the EFM is available in source code, adaptors may not be in source code; for example, counterclaim might not want to have their adaptor made freely available publicly. This will be modular and there will be guidance on how to build adaptors.

Tybera – Dallas Powell 

Dallas said he would like to go through the decisions as he presents his proposals. Consensus decisions are shown in boldface. 
Issue: Do we have an envelope or not?

We need to define what “envelope” means at different levels. If there is a messaging layer, you can get rid of the header. We should have a definition that says “If you’re using HTTP you need this and, if you don’t, you should go to that.” He thinks we need to define an envelope as an outer layer for messaging protocols such as HTTP, SMTP, etc. When an attorney gets an envelope back from the court and can save it on the hard drive as evidence if the court burns down, not just relying on the court. If the receipt is digitally signed by the court’s server, that is adequate for the attorney to store so there is proof without question that a transaction took place. Dallas said there is also a need for a container to hold the documents and all the signatures in it.
Tom Clarke made a clarifying comment regarding the interest of Christopher and Dallas in supporting legacy systems through backward compatibility saying that he had directed OXCI to abandon that and work to forward compatibility as much as possible to anticipate where things are going. John Greacen said our versioning has always assumed that Blue would break any 1.X implementation. Dallas said that the use of an envelope is important not because of this but because it helps with his migration strategy. 
John Greacen said that he objects to the idea that the ultimate security for the court is to have all attorneys keeping duplicates. The court has the obligation to maintain the duplicates or otherwise protect the record against destruction.
Jim said we all agree with the need for signatures, but we are seeing a number of different methods coming out and the security is getting integrated tighter and tighter with the messaging layer. Why do we want that to be in our envelope? Jim said we should assume that the messaging layer will provide a way to handle signatures. Several implementations support signatures and encryption in with the messaging layer – why would we go dictate how to do that ourselves? Does this imply there will be multiple profiles?

Profiles should be developed that could be applied to different courts, who might choose to handle things, e.g., signatures, encryption, differently. Tom warned that we should avoid going beyond two or three profiles that matter most to our primary customers. Catherine Plummer said she sees this relating to core reference exchanges that represent where there are common exchanges among parties.
The choice:

1) We develop the Court Filing Blue envelope of our own.

2) We use other messaging specifications that have already been prepared and prepare a limited number of profiles that may be used (Tom noted that there are many other issues and dimensions that may be part of the profiles, for each one is basically an architecture) .
Jim said there needs to be one root object that contains the documents, attachments, information about the documents, etc. Roger said that we need to decide and turn the work of drafting over to a drafting committee.
All agreed that there needs to be a Filing Container so long as we are dealing with submitting “BLOBs” for filing. 

All of the protections of the submission block and our object—do we want to move them into our submissions and payloads, or do we keep them separate? 

Do we want to define multiple profiles which include messaging and transactions? (This anticipates there will be different models for implementation.)

Are we going to have profiles that include messaging along with other architectural characteristics? Consensus was YES.
We need to break out the elements of the envelope so we can have this sort of profile approach. We have a basic idea of what a messaging layer would provide. Let us assume someone will provide those things. Those who want to work out how those profiles will work for Court Filing can do so and bring it to the TC.
We will need to have a Container Layer – we need to identify enough about the documents so that something can process it. Much of the detail that was in the envelope layer in 1.1 moves here. There is the possibility of the container layer needing to have an inner shell and outer shell. 
Does the Container Layer need to have metadata needed to feed the CMS? We know there needs to be messaging information and data that gets the document into the court. So long as we have the Dumb Blob, with a future migration path to the Smart Document, we need to have a way for the container to contain the CMS information. 
For the lower layers, do we mean for them to be embedded or attached to the message? Is this a namespace or a Base64? 
Jim Cabral favored attaching documents as payloads to the message using standard MIME. This is higher in the hierarchy than even SOAP. If you want only the filing metadata, you look at MIME 1. If you want to look at the document, you look at MIME 2, but lacking the context information that was in MIME 1. When you are processing XML you do not want this huge BLOB that was Base64 encoded and is enlarged. 
Don Bergeron said that if it is not an XML document you have to cover the situation of a BLOB. Do we want to take an XML payload and say it will always be extracted into MIME when it goes into the package? John Ruegg said that ebXML version 3 puts it into the body rather than MIME – why not put it there rather than into MIME? We all know we’re going to have to deal with BLOBs for some time to come. They make sense only as MIME attachments. 

The consensus was to go the MIME route even understanding there will be inefficiencies for programmers. We will have a mechanism for indicating at the MIME level the encryption state.
Do we need to select a signature standard? Encryption standard? Are we using XML-Signature and XML-Signature? No disagreement was voiced. 
The Telephone Conference Call Meeting began at this point: Those members and observers joining the meeting by telephone at 3:00 p.m. (Central Daylight Time) are indicated in the above attendance table by the ( symbol in the “Attending” column. 
John Greacen recapped today’s events.

We first noted the public sector co-chair has a new job as President of the NCSC. We need to make a replacement. Based on discussion in New Orleans, we have recommended that Tom Clarke of Washington State be put in that position. John asked for comment or whether there was any objection to acting on it. Tom Clarke was named the public sector co-chair of the TC.
Many of us have been here for the OASIS symposium on reliable systems and got a lot from the first two days. This has been a backdrop for our discussions of Court Filing -- Blue today. We had two good presentations: Christopher Smith on 2GEFS from California and Jim Cabral on the OXCI specification and the overall architecture in which it works and the status of that projects. In the course of discussion of 2GEFS, we discussed whether there are IP issues that would prevent us from considering that specification as part of our development of Court Filing -- Blue. From Christopher we received assurances that the California AOC and xmlLegal are willing to make whatever arrangements necessary to make it possible for us to use 2GEFS in our work. The California AOC will have one essential requirement, mandatory for them, that we will agree to hold them harmless from any claims of IP liability arising out of our use of the specification that they give to us. We will pursue with OASIS whether there is any problem for them in our entering into such an agreement. Our consensus was that we are sufficiently hopeful the IP matters can be resolved that it is worthwhile to consider the specifications in our work on Blue (in whole or in part). We will pursue with California AOC and xmlLegal whether this can be done. 
Following the presentations, we began a decision-making process about Blue. We decided that it will use a container, that a to-be-determined amount of information will be used at the container level. We decided we will define alternative profiles for the messaging component, one of which will be for an HTTP transport. 

We are maintaining the basic concept from 1.1 that the “onion” consists of a document or BLOB which then comes within a data layer describing the document that comes within the container. However, we are not embedding the document, we are attaching it using a MIME approach. John Messing is going to find out how the XML Encryption would apply in this situation to encrypt documents and parts of documents. We are using XML Signature and XML Encryption from the W3C. (There was much rejoicing.)
We suggest from this point that we continue our discussion in the remaining 40 minutes and go on to additional decisions about Blue, inviting those on the phone to listen in and contribute as they are able. 

Diane asked whether there is consensus now on certain key points that wasn’t there before. The answer is that, yes, there has been consensus without bad behavior.

Dallas said that what used to be the LegalXML envelope is being split apart into a container that holds documents and data specific to the filing. Whether the outer layer needs to exist or not depends on the transport protocol you are using. This has other implications about signatures. “An Entity Seal” and individual signatures (they could reside differently, in the container or in the container) may next be defined here. 
The “entity seal” is a proof of origin and proof of tamper-proof mechanism for it. In many cases it is the filing service provide who would be sealing the document. This is not binding the document or involving the entity in any obligation, only to identify who put the tamper-evident seal on the document. To point to the user name and password as a signature can be discussed later. The entity seal relates only to the key that applied it and the tamper-evident quality. This is an evidence protection mechanism. 
ebMessaging and Web Services – within that architecture are ways of drilling down beyond the entity seal to what was sealed at what time at a particular layer. Dallas heard him saying that the application layer can do a different type of seal because there are so many diverse use cases for it. This just proves that the document got from here to there with no one seeing it or tampering with it. The signing of the document is done before it gets down to the transport layer. If we need this, we may need to put it into the container. Dallas said that the individual signatures go into the container with all the documents and don’t go into the messaging layer. We may need this in both locations – messaging and application layers. 
Discussion led to the conclusion that this needs to be at the container level and it may also be at the messaging level. If you have multiple payloads, depending on the requirements of the court, you may require signatures that bind the individual to the content of the document. John Ruegg believes the signature can be provided in multiple ways. The detached signature should go into the Container as part of what validates. John Aerts recommended that we study the E-Government Extension to ebXML, where this is already discussed in some detail. 

Conclusion: this is a detached signature that is in the SOAP header but it is not necessarily a required object in the Container, but it can be in both places. The concept existed in LegalXML Court Filing 1.1.
If we are working with two profiles: HTTP vs. SOAP/ebMS (?), the standard needs to show you where to place these things. Duane suggested this group might seek a presentation on ebXML Messaging. Tom explained that part of the group doesn’t want to use SOAP or ebXML messaging at all. Duane agreed there is a lot of overhead from using that, when HTTP is all that is needed.
Jim Cabral said he hopes that, if we are going to use profiles, we keep it as modular as possible, so he would like to find a place for the signatures other than the messaging layer or the header. 
Agreed to detach signatures. At the application layer, are signatures over the document or over the entire filing or both? We are talking about the entity seal and the individual signatures – we have to be able to do both. John Messing suggested that we take issues like this and try to find others who have addressed them. Further questions about signatures will be deferred until after there has been research. John Ruegg said he is willing to present a multiple choice listing of options, with the pros and cons of each. He will then share this with the TC. It might turn out that this is a court policy issue.
How about payments?
How about the synchronous and asynchronous responses to a submission and do we need to come up with a standard taxonomy for court responses? Dallas wants everyone to be consistent. Jim Cabral will take this on – Dallas will share his views, Roger will share clerk’s perspective. Don recommended that Policy be considered as part of the answer to this.

What about naming conventions for namespaces? We need to talk about the GJXDM and whether the namespace specification for that doesn’t give us guidance in this area. Robin was asked to find out whether there is a namespace specification for local extensions in the GJXDM. She will look into it. If there is no guidance there, she will look into FIPS as a possible guide.
What are we doing regarding the GJXDM?


Are we doing subset schemas?
Catherine said we need to stay concerned about exchanges with non-court entities, not just courts. 

We are using the data model.

We are using the data dictionary.

We are doing this to develop subset schemas.

Dallas expressed concern over the possible volatility of the GJXDM in the meantime. (They may be going back to revisit the Person element, which is a core matter.) Jim said we are going to have to pick a version to which our specification would map; this would provide some stability. Dallas thinks we can stabilize the participants’ data more easily. 
John Greacen said he is concerned with the assertion that an individual court could keep its own set of data elements in its own namespace because the GJXDM is “unstable.” Dallas said that he believes we need to give them the ability to do some of that in some instances. He said he feels the data model doesn’t provide a lot of the needed court information, e.g., in unlawful detainer matters.
Issue: Can you do extensions where you are not using the primary object from the GJXDM? For Court extensions, exclusively, can you use some other model other than the GJXDM? Dallas said yes, others no. Consensus was not present.
We recommend looking outside for a standard for payments, with UBL as a good candidate.
Meeting adjourned at 4:00 p.m.
—Meeting notes by Roger Winters, Editor for the Technical Committee
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