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Documentation for Model: ECF 3.0 Domain Model

In the table, class names are in the lsfimost colurnn, in bold blue font. The class definition appears in the first row associated with the class, in blue font. Associations
are indicated in taiics. Missing definitions are indicated in red font

Class Property or Reference Documentation Cart

An action or behavior of a juverile that makes the juvenile potentially subject to adjudication by the juverile court as &
delinguent

Legal term used to describe the alleged offense, which | | |

actText would be a crime if committed by an adult

The order in which this charge appears in a listing of
multiple charges against the same juvenile. Example:
actSequenceNumber Ordering charges in descending order of seriousness | 1,1
50 that a case managerent application can identify
the most serious charge

Act

The date on which an act is alleged orfound to have | |

actDate
occurred,

Location The place where the alleged act occurred 01

The actor on whose behalfthe fling was submitted to the court as set forth in the docket entry.
ActedOnBehalfof

actorDReference A reference to an actor elsewhere in this message. | 1,1

The actor who performed the action as set forth in the docket entry. E.g. the person who filed the docurent. Does not
include the narme of the court clerk composing the docket entry.

Actor
actorlDReference A reference to an actor elsewhere in this message. 11
Address The description of the Iocation of the residence of  persan or organization usable to find that residence. Example: the
number and street name at which mail is delivered. L‘
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the purpose of structuring the interactions with that :

cout. This information is needed ance and is not

accessed dynamically while interacting with the court

DevelopmentPolicyParameters

An account created within a court’s financial system crediting a person or organization with a balance against which
future fees may be charged
CreditAccount

A number that idenitifies an account with a court or a

accounthlumber financial institution o
Information required to initate a new criminal case in a court, "Criminal” includes felonies and misdemeanors
prosecutionRecommendedBail The bail amount recomrmended by the prosecutor 1 -

The prosecutors estimate of the time that will be
preliminaryHearingDurationEstimate required to conduct a preliminary hearing, expressed | 1,1
in hours or tenths of hours

prosecutionCaseNurnber Case Nurnber assigned by the Prosecuting Attomey. | 1,1

inalCaselnformation

A person alleged or found to have commitied a crime ||

Defendant
or violation.

The act of taking physical control over the person of
Arest another by a law enforcement officer or other person | 0,1
acting under color of law.

The crime or violation a defendant is alleged or found

Charge o have committed v
CurrencyAmount The amount of curtency, set forth s a series of numbers.
Information concerming the custody of the defendant
A code indicating whether or not a defendant or
custodyStatusCode juvenile is held in a ail, prison, lock up or other "
Custody Tacilty. I
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This Roadmap is designed to give non-technical court leaders, practitioners, and those not familiar with prior ECF standards an understanding of the areas addressed by and the main components of the Electronic Court Filing (ECF) 3.0 specification.  Efforts to remove non-essential technical terminology and details from this introductory document have been paramount. The last section of this document provides links to more detailed selected documentation that is not in an XML Schema format and that may be of particular interest to practitioners. 
For those interested in technical detail not provided in this document, the entire specification can be retrieved from __________________________.  The formal specification and attachments to the specification conform to the GJXDM Information Exchange Package Documentation (IEPD)
 guidelines.  The specific format of the ECF 3.0 specification conforms to the requirements for an OASIS specification.   
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1. What is the Purpose and Scope of the Electronic Court Filing 3.0 (ECF 3.0) Specification?

Between 2000 and 2002, the Joint Technology Committee (JTC) of COSCA (Conference of State Court Administrators) and NACM (National Association for Court Management) adopted the first two electronic filing specification versions, ECF 1.0 and 1.1, as proposed standards.
  The newly proposed standard, ECF 3.0, provides significant business and technology advances in using eXtensible Markup Language (XML) for electronic filing and information exchange with courts.  ECF 3.0 supports additional business needs and enhances currency with new technology standards for interoperability and efficiency.

For a review of the specific enhancements embodied in ECF 3.0, please refer to the Executive Summary prepared for the COSCA/NACM Joint Technology Committee available at _____________________.  
2. What is the Status of ECF 3.0?  
On December _, 2005, the COSCA/NACM Joint Technology Committee approved the ECF 3.0 specification as a proposed standard and established a _____-day review period for the solicitation of comments from courts and other interested entities.  Approval as a proposed standard also signifies that ECF 3.0 is ready for a period of experimental implementations in actual courts to validate that it is “interoperable”.  “Interoperability” is the key to any standard’s usefulness.  If someone who files in more than one court needed to restructure completely each XML submission to conform to each court’s unique structure and names for data elements, it would be quickly evident that electronic filing would be more confusing and expensive than continuing to handle documents in traditional, paper-based modes. The electronic filing system of one court depends on the success of electronic filing in other courts—each will succeed only when those who litigate and file documents enjoy substantial efficiencies and savings. That can only occur if the same technical structures underlie each court’s electronic filing application. When ECF is shown to be a standard on which successful interoperability can be built, it can be presented to the JTC for adoption as a recommended standard for electronic court filing. 

The need for standards emanates from the difference between the manual human world, where there is flexibility, and the electronic world, where there is not. In an electronic exchange of information, software cannot ask, "what did you really mean by that?" To ensure those meanings are clear, the content of information exchanges must be carefully defined, structures must be understood and built to be consistent with other structures, and the meaning of terms and relationships must be precisely defined with exactness and specificity.  The ECF 3.0 specification provides this detail and definition for electronic filing.
3. Non-Technical Overview of The Architecture for ECF 3.0

“Architecture” for a computer application is a blueprint of the required and optional structural elements required to build a system, similar to blueprints for buildings and houses.  Whether developing a computer system or a building blueprint, there are many relationships and content to accommodate within the overall design.  The overall design and each component must follow basic principles appropriate to its purpose.  A multi-storey high rise office building has some of the same and some different requirements than does a single storey house.  Both of these share some of the same principles as a modular architectural design for units built repetitively for assembly into different configurations of attached houses with four, five or six separate units or with different numbers of bedrooms or with options for future expansion.  

The architecture for ECF 3.0 is most analogous to the modular building example, providing a type of “blueprint” for those who will build electronic court filing applications and systems, accommodating different ways in which they will organize the requisite pieces.  Those using the specifications will intentionally have significant latitude on how to organize and build the individual pieces and structural components to meet their own unique circumstances. 

Given the large number of courts and the diversity of courts and court automation, it is not reasonable to expect that all electronic court filing implementations can or should ever be identical. Courts differ from one another in the cases they process and the laws and rules they must follow.  They also differ in their starting points or readiness for specific technology solutions, the existence (or not) of electronic case management, the availability (or not) of infrastructure to support electronic filing, and the availability and types of case management systems, document management systems, and financial systems.  

The Electronic Court Filing Technical Committee deliberately chose not to describe or attempt to design the implementation specifics for a court or a filer system.  There are many different ways to implement the functions and services that constitute an electronic court records system and still have it be interoperable with other implementations. The “correct” way for a given court is whatever way they are able to do it while maintaining the functions and basic structures and principles identified by the Technical Committee as essential parts of electronic court filing.

The intersections of the standardized functions and services are the interface points
; they must be precise to achieve the result that systems implemented differently can still communicate reliably with each other.    ECF 3.0 focuses on the intersections of the required and optional functions and services; it does not specify how to build functions and services.  

4. ECF 3.0 Architectural Components -- Information Exchanges, Messages, and Major Design Elements (MDEs)
The ECF 3.0 specification is a technical document that describes the technical architecture, the content, and the structure of standard electronic information exchanges between filers and courts.  Examples of information exchanged in an ECF system are:

· Sending documents (and associated data) in electronic form:

· From attorneys, litigants, and others to a court for filing and entry into the official case record (“filing”);

· From the court to attorneys, litigants, and others associated with the case; and

· From court staff or judges into the court’s official case records.

· Sending data with details about the filed documents, parties, or cases (“metadata” or data about data) to ensure the court receives data needed to populate the court’s CMS and DMS.  Courts can electronically create indexes for cases and docket or register of action entries.
· Providing the data needed to complete initial and subsequent financial transactions related to court filings or other court financial obligations.

· Providing the documents and adequate data needed by the court to set up a new case in the court’s case management system and the court’s document management system.
· In addition to sending information for initially populating the CMS and DMS, ECF 3.0 can send information to update existing electronic case records.
· Confirming the successful arrival of documents and data or providing an error message describing the problem and the reason for non-acceptance. 
· Submitting requests (queries) for data and documents held within the court’s official electronic records and the return of information in response to those requests.

Each supported information exchange in ECF 3.0 uses at least one “message”
 (or set of XML information) that complies with one of the defined message structures in the ECF 3.0 specification.  Each defined message performs a specific action such as notifying the filer that review of the filing is complete and the filing was accepted or not accepted.  There are three types of messages in ECF 3.0:

· Core messages that apply to all courts and all case classifications.

· Case-specific messages that apply uniquely to one of the six kinds of cases for which ECF 3.0 contains unique elements. 

· Court-specific messages that apply only to a specific court (defined in its Court Policy.)

Four Major Design Elements (MDEs) group these messages.  These MDEs are logical groupings of the automated processing steps necessary for electronic filing, such as the steps to create a filing for submission or the steps required by the court when it receives and records information.  A sender electronically invokes specific processing within an MDE by transmitting an electronic request; that request includes identifiers for the MDE and for the operations requested, accompanied by a set of specific messages relaying information.

The four Major Design Elements in ECF 3.0 are:

· Filing Assembly MDE – enables a filer to create a filing message for submission to a court including messages for service on other existing parties in the case and returning the response from the court to the filer about receipt of the filing.

· Filing Review MDE – enables a court to receive and review a message from filers and prepare the contents for recording in the court’s case management and document management systems, sending a response about the acceptance or non-acceptance of the filing to the Filing Assembly MDE.  The Filing Review MDE also enables filers to obtain court-specific policies regarding electronic filing and to check on the status of a filing.

· Court Record MDE – enables a court to record electronic documents and docket entries in its case management and document management systems; it returns the results to the Filing Review MDE.  The Court Record MDE also enables filers to obtain service information for all parties in a case, to obtain information about cases maintained in the court’s docket, register of actions and calendars, and to access documents maintained in the court’s electronic records.

· Service MDE – enables a party to receive process service electronically from other existing parties in the case.  Note that service to other existing parties in the case occurs in the Filing Assembly MDE.

Within the specification, both technical diagrams and narrative are included that provide more detail about the MDEs and messages.
5. ECF 3.0 Architectural Components – Profiles for Messages, Court Policy, and Document Signatures
ECF 3.0 defines three additional components not related to the specific case data within an electronic information exchange.  These provide technical information and structure necessary for understanding and interoperability.
· Message Profiles – Specify the technical details of how messages get from a sending MDE to a receiving MDE.

· Document Signature Profiles – Specify mechanisms for asserting that a person signed a single electronic document sent within a message transmission.  Document signatures are not required for an implementation to be compliant with ECF 3.0.
· Court Policy – Specifies information about a court’s practices and local variations that may affect aspects of an ECF 3.0 implementation.   Two separate documentation items are required, both of which must have the same release dates to ensure that one active, authoritative version exists at a given time:

· Human-Readable Court Policy – A textual document describing the court’s rules and requirements for electronic filing

· Machine-Readable Court Policy – An ECF message describing features of the ECF 3.0 specifications supported by the court’s implementation, the court’s code tables, and any other information a Filing Assembly MDE would need to succeed in filing electronically into that court. 

Message Profiles

Message Profiles include the technical details needed to communicate successfully between MDEs.  They include definitions to explain how messages and attachments start and end, how messages are uniquely identified, and how the receiving MDE can be certain of the integrity and validity of the message.  Message Profiles must support operations for immediate responses, typically within a matter of seconds, to the MDE who requested it (i.e., a synchronous response.)  They must also support operations that do not require an immediate response.  There is a delay in these responses, for example, until the requesting MDE says it is ready (i.e., asynchronous response.) 

Document Signature Profiles

ECF 3.0 supports three signature specifications:  
· Null Document Signature Profile 1.0 Specification – This specification defines a default mechanism to describe documents that do not have any associated signatures.

· XML Document Signature Profile 1.0 Specification – This specification defines a mechanism for associating a W3C XML Signature with a document.

· Application-Specific Document Signature Profile 1.0 Specification – This specification defines a mechanism for embedding an application-specific binary signature with a document.  This profile supports the native capabilities in document formats such as Microsoft Word and the Adobe Portable Document Format (PDF) for describing and embedding signatures.

Court Policy
Human-Readable Court Policy

ECF 3.0 requires the following in textual format:
· The unique court identifier.

· The location of the machine-readable court policy.

· A definition of what constitutes a “lead document” in the court.

· A description of how the identifiers for Parties and Attorneys are maintained during electronic communications regarding the case.

· A description of how the court dockets matters.

· A description of any instances in which the court will mandate an element that the ECF 3.0 schema makes optional.  

· A description of any restrictions on valid data values beyond those specified as code list restrictions.  

· Any other rules required for electronic filing in the court.  Although most courts have court rules governing electronic filing, expectations are for a more programmer-friendly concise and precise explanation of how the rules affect electronic court operations supplements the court rules themselves.     

Machine-Readable Court Policy

Machine-readable Court Policy includes structures for identifying policy information that is available each time an MDE requests it (run-time information) and policy information that is necessary at the time that an MDE is first developed and thereafter only as changes occur very infrequently (development-time information.)
Run-time information includes non-static information updated with no regular frequency.  MDEs must always check for this information because it may have changed.  Code lists (e.g., acceptable document types, charge codes, and civil causes of action) and the court’s public key for digital signatures and encryption are required.

Development-time information is information that is not likely to change frequently and for which there is sufficient time to provide notice before the change occurs, with adequate time for programming changes to adapt to those changes.  This includes court rules governing electronic filing needed at the time an application is developed.  These include:

· The messaging profile(s) that the court supports.

· The MDEs, query operations and case types supported by the court’s ECF 3.0 system.

· Whether the court accepts a URL link to a document rather than requiring filing of the document itself.

· Whether the court accepts electronically filed documents requiring payment of a filing fee.

· Whether the court will accept electronic filed sealed documents.

· Whether the court will accept “batched” filings or will require filings to occur on an individual basis.
· The maximum size allowed for a single document, whether a lead document or an attachment to a lead document.

· The maximum size allowed for a complete message stream.

· The court-specific extensions to the ECF 3.0 specification, including the required elements (see below).
Court Extensions

The GJXDM includes a mechanism for defining elements not defined in the GJXDM, and ECF 3.0 used that method.  Courts may use that to define court-specific or case-specific elements.  However, courts that do not use the GJXDM extension mechanisms will not be deemed noncompliant with the ECF 3.0 specification.

There is a recommended approach for defining and including elements required by the court but not supported by or included in the ECF 3.0 specification. If the court requires additional elements, the court must publish in its Court Policy a message structure that clearly defines the named elements.  However, courts are cautioned that other conforming applications that do not understand the court-specific message MAY ignore the message and its content.
Court-Specific Code Lists

ECF 3.0 uses Code Lists to constrain the allowable values for some data elements in an ECF 3.0 message.   Some of these code lists are required and cannot be modified by courts; these are used throughout ECF 3.0 and cover items such as hair color, eye color and other commonly used codes or codes for which there are well-defined universally used code sets.  

Courts use their own code tables to specify the valid values for other elements.  The court should provide values for each of the following code lists in its Court Policy.  If a court does not define allowable values for any of the code lists in its Court Policy, then any value must be acceptable for that code.   Each of the following code lists corresponds to element names in the definitions provided in the Documentation for Model:  ECF 3.0 Domain Model described in the following section of this document; review of the definitions will confirm the intent and contents of these tables.
· <AliasAlternateNameTypeCode>

· <BinaryFormatText>

· <CardTypeCode>

· <CaseAssociationTypeCode>

· <CaseAttorneyRoleTypeCode>

· <CaseLanguageCode>

· <CaseOrganizationRoleTypeCode>

· <CaseParticipantRelationshipToCaseCode>

· <CasePersonRoleTypeCode>

· <CaseTypeCode>

· <CauseOfActionCode>

· <ChargeAllegationTypeCode>

· <CourtEventTypeCode>

· <DelinquentActApplicabilityText>

· <DelinquentActDegreeText>

· <DelinquentActSeverityText>

· <DelinquentActSpecialAllegationText>

· <DependencyAllegationCode>

· <DriverAuthorizationCommercialClassCode>

· <ErrorCode>

· <FeeExceptionReasonCode>

· <FiduciaryTypeCode>

· <FilingStatusCode>

· <GuardianRelationshipToJuvenileCode>

· <InitiatingPartyCitizenshipTypeText>

· <JurisdictionalGroundsText>

· <NoContactCode>

· <OrganizationRelationshipTypeCode>

· <ParentTypeCode>

· <PaymentMeansCode>

· <PersonEthnicityText>

· <PersonInCustodyIndicator>

· <PersonOrganizationRelationshipTypeCode>

· <PersonRelationshipTypeCode>

· <PhysicalFeatureTypeCode>

· <PlacementTypeCode>

· <ReasonCode>

· <ReliefTypeText>

· <RegisterActionDescriptionText>

· <RequestToVacateCode>

· <RespondingPartyCitizenshipTypeText>

· <ScheduleLocationCode>

· <ServiceStatusCode>

· <StatuteCodeID>

· <StatuteCodeSectionID>

· <StatuteOffenseID>

· <StatusOffenseCodeID>

· <StatusOffenseSectionID>

· <StatusOffenseID>

6. Additional Documentation

The documentation for ECF 3.0 is technical, voluminous, and complex and much of it exists solely as XML Schema.  Although technical, the full specification predominately does not use XML Schema and requires only MS Word for viewing.  The full specification can be found at ________________.

For this introductory document, we have selected the two pieces of documentation that may be of particular interest to court practitioners and to others wishing to review the specific information included for the six case classifications with case-specific elements in ECF 3.0.  These provide the best source of information on the case-specific elements that will be available for automated entry into a court’s CMS or DMS.  We have not included them within this document, but we provide the links to them, with an explanation of how to read them together.

The ECF Technical Committee would welcome feedback during formal or informal reviews for inclusion in its revision efforts and its future work plan development. 
[Where to send comments?]
Viewing the Data Available for Different Kinds of Cases

Case Category Domain Models 

Each kind of case has a graphic that requires standard applications used to view images or pictures; each should open automatically when you access the link.  If the document does not open automatically, a message will ask you to choose an application to open the file; choose the application you use to view pictures.  
The file of definitions for all data used in ECF 3.0 is in an html format, and it will open with your browser.  The same definition file applies to all case filing models and, therefore, opening it once will suffice for reviewing all case filing models.  
Once a filing model is opened, you can identify the exact meaning of each data element by cross-referencing it against its definition.  A simplified guide to explain the diagram elements is below in Guide to Reviewing the Models


  
1. Open the Definitions
· Definitions are included in the file uml/html/ECF-3.0-DomainModel.html [this is now in the zip file if it does not open automatically.] The document title is Documentation for Model:  ECF 3.0 Domain Model. 
2. Open a Case Filing Model 

1.0 Click on the hyperlink below the name of the model you are interested in viewing.  
Bankruptcy Filing Model

uml/html/ECF-3.0-BankruptcyFiling.gif

Civil Filing Model
uml/html/ECF-3.0-CivilFiling.gif
Criminal Filing Model
uml/html/ECF-3.0-CriminalFiling.gif
Domestic Filing Model

uml/html/ECF-3.0-DomesticFiling.gif
Juvenile Filing Model

uml/html/ECF-3.0-JuvenileFiling.gif
Traffic Citation Model

uml/html/ECF-3.0-TrafficCitation.gif
Guide to Reviewing the Models

A portion of the Criminal Filing Model diagram is in Figure 1 below with explanations in call-out boxes. The definitions that are associated with the call-out boxes are highlighted in Figure 2.

[Note to TC:  I tried to modify the diagrams from existing files with unsuccessful results.  I need to create that portion of the diagram so I can link it to the definitions in order for it to work correctly.  The idea is to give them a small portion of the criminal model and point them to the portions of the definitions so they understand how to cross-reference them, understand the cardinality, understand the arrows, can see that some definitions are hyperlinked and some are not, and can find their way around to the definitions they need.]  
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defendantNumber Sequential Number assigned to each Defendant 10
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See Description of Occurrences 





This is a hyperlinked definition in CriminalCaseInfor-mation
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The definition for this is in the column labeled “Class”





The definitions for these are under “Property or Reference” within the Class  
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The definition for this is in the column labeled “Class”





See Description of Occurrences 





This is a hyperlinked definition in CriminalCaseInfor-mation











� An IEPD follows guidelines established by the GJXDM XML Structure Task Force and has become the standard for describing XML interchanges among justice entities.


� The full process for adoption of standards by JTC is at � HYPERLINK "http://www.ncsconline.org/d_tech/standards/process.asp" ��http://www.ncsconline.org/d_tech/standards/process.asp�.  The major steps are:  (1) Development of a potential standard by a “proposing entity”; (2)  Submission by the “proposing entity” to the Joint Technology Committee; (3) Review of the “proposed standard” by the JTC, with  a decision by the JTC to disseminate the “proposed standard” for review and comment OR refer the “proposed standard” back to the proposing entity for further work; (4) notice of “proposed standard” for review and comment for at least 60 days to specific organizations and such other organizations as directed by JTC; (5) review of comments by the “proposing entity” and submission to the JTC of all comments; (6) the “proposing entity’s” response to the JTC about the comments received and recommended actions to the JTC by the “proposing entity” and suggestions to the JTC regarding submission as a “recommended standard”; (7) action by the JTC as a further ”proposed standard” or as a “recommended standard” with or without modifications; (8) submission of the proposed or recommended standard to the COSCA and NACM Boards of Directors for action; and (9) decision from the COSCA and NACM Boards of Directors.  


� Skipping Version 2.0 of an ECF specification was intentional.  The Electronic Court Filing Technical Committee chose to designate this version ECF 3.0 to indicate the close relationship to and dependency on Version 3.0 of the GJXDM.  Vendors and courts may continue to use the prior 1.0 and 1.1 specifications, but ECF 3.0 is not backward compatible and applications using the earlier specifications will not interoperate successfully with applications using ECF 3.0.  In technical parlance, ECF 3.0 does not deprecate prior specifications, meaning that ECF 3.0 does not cause prior specifications to become invalid or obsolete.


� These are similar to Application Program Interfaces (APIs).


�ECF 3.0 does not provide for full court financial processing; this must exist within the CMS or a separate financial system.   ECF 3.0 does allow for receipt of monies using a variety of payment options for court financial obligations. 


� A message is a properly formed XML data structure that complies with ECF 3.0 requirements.  It has a single element at its highest level (its “root”) that contains:  (1) Message information about the filing and court case such as unique identifiers for the sender and receiver and the submission date and time; and (2) Information about each of the documents associated with the message.
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