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1. What is Electronic Court Filing 3.0’s Purpose and Scope?

The Electronic Court Filing 3.0 (ECF 3.0) specification is a proposed standard describing the technical architectural requirements for an electronic court filing system to use eXtensible Markup Language  to inter-operate with other systems that similarly are built according to ECF 3.0. It is the product of a collaboration that included national and state court leaders and technologists, academics, and vendors of programs and systems for courts. 
“LegalXML” was organized first in 1999 and became a member section of OASIS (Organization for the Advancement of Structured Information Standards) in 2001. The Electronic Court Filing Technical Committee (ECFTC) is responsible for the ECF 3.0 specification. The work of ECFTC is also formally linked with the courts. The specifications it has developed are submitted for review and approval by the organizations to which courts look for technical standards -- the Conference of State Court Administrators (COSCA) and the National Association for Court Management (NACM), which use their Joint Technical Committee (JTC) to review and make recommendations on technical standard proposals.The National Center for State Courts (NCSC) supports the COSCA/NACM Joint Technology Committee and publishes  court technology standards on its Web site. 
ECF 3.0 builds on previous standards governing electronic filing .  The Standards for Electronic Filing Processes (Technical and Business Approaches) , approved in 2003, provided the basic vision for electronic filing in the courts used in developing  ECF 3.0 and a set of functional standards against which the ECF Technical Committee tested the ECF 3.0 specification.  The ECF Technical Committee also built upon previous electronic filing XML standards approved by the COSCA/NACM Joint Technology Committee as “proposed standards.”
 
ECF 3.0 is ready for a period of experimental implementations in actual court applications for the purpose of interoperability testing. “Interoperability” is the key to the standard’s usefulness. If someone who files documents in more than one court had to completely restructure the XML data element terms, the data model, the messaging structures, and so forth, it would be quickly evident that electronic filing would be more confusing and expensive than continuing to handle documents in traditional, paper-based modes. The electronic filing system of one court depends on the success of electronic filing in other courts—each will succeed only when those who litigate and file documents enjoy substantial efficiencies and savings. That can only occur if the same technical structures and procedures underlie each court’s electronic filing application. When ECF 3.0 is shown to be a standard on which successful interoperability can be built, it can be adopted by the Conference of State Court Administrators and National Association for Court Management as a court technology standard. 

The need for a standard comes from the difference between the human world, where there is flexibility, and the electronic world, where there is not. In an electronic exchange of information, software cannot ask, "What did you really mean by that?" To ensure those meanings are clear, the information exchanges have to be carefully defined, structures have to be understood and built to match other structures, and the meaning of terms and relationships must be precisely defined with exactness and specificity. That is why a “standard” is often called a “specification.” The standard is where the precise meaning of each relevant element of a system will be specified.
This Introduction gives the non-technical court leader an understanding of what the Electronic Court Filing (ECF) 3.0 specification addresses. It also describes ECF 3.0’s main components:

· the different electronic message types supported by ECF 3.0;

· the technical architecture for electronic filing systems compliant with ECF 3.0; and

· the Information Exchange Package Documentation (IEPD) for the data elements applicable to ECF 3.0, drawn from the Global Justice XML Data Model (GJXDM).

2. E-Filing –Information Exchanges Through Messages

ECF 3.0 is a technical document that is significant for any court implementing an electronic filing system. Electronic court filing involves several electronic information exchanges, each of which involves one or more electronic “messages” that constitute an “information exchange” constituting one or more of the following transactions:

· sending documents in electronic form from attorneys, litigants, and others to a court for entry into the official case records (“filing”),
· sending additional data about or related to the document (“metadata”) to ensure the court can add an entry to its electronic “register of actions” (sometimes called “docket”),

· providing the data needed to complete financial transactions related to court files, filed documents, or other matters, 

· providing the documents and other data needed by the court to set up a new case record in the court’s case and document management system, 
· sending sufficient data with a filing message to ensure the court’s existing electronic case record can be updated if need be,

· returning a message with information about the filing message (that is, confirming its successful arrival or providing an error message describing the problem and the reason what was submitted was not filed), and 
· providing other parties with copies of (or links to) documents submitted for filing, constituting “service” as agreed to by those parties, and providing contact information for parties who are to be served by traditional means. 

In addition to those transmissions that relate to court documents and entries in the case record, ECF 3.0 prescribes: 

· how messages are to be set up for sending and responding to queries about data and documents maintained in a court’s official electronic record system, and
· how a court notifies its users about its specific electronic filing policies and practices in the many areas in which  ECF 3.0 allows courts and vendors flexibility to choose different approaches.  ECF 3.0 also allows courts to add additional data elements in local extension schemas if a court needs information not currently included within the ECF 3.0 specification.
ECF 3.0 has been designed to support submitting of electronically filed documents and data in the following types of court cases:

· bankruptcy,

· civil (including general civil, mental health, probate, and small claims cases),

· domestic relations (including divorce, separation, child custody, child support, domestic violence, and issues of parentage),

· juvenile (including delinquency and dependency matters), and

· traffic.

This is the initial set of case types that can be supported by ECF 3.0. It can be extended in the future without requiring a new major release of the ECF standard. Modular expandability is a key advantage to the specification.

In 2001 and 2002, similar electronic court filing specifications were prepared by this group (and its predecessor) and they were adopted by the Joint Technology Committee of COSCA (Council of State Court Administrators) and NACM (National Association for Court Management) as proposed standards. ECF 3.0 represents an advance in national technology standards for the use of eXtensible Markup Language (XML) in electronic filing for court documents and information in several ways:
· It uses the more advanced and useful document type definition known as “schema.”

· It uses the Global Justice XML Data Model (GJXDM), a data model and source of standard data element tags that has gained wide acceptance in law, safety, and justice technology.
· It is built using the standard electronic messaging architecture developed by information technology standards-building organizations like the World Wide Web Consortium (W3C) and OASIS since the first electronic court filing specifications were written.

· It has been structured to accommodate the inevitable variations courts need in their messaging profiles
, drawing on successful examples from the Web Services – Interoperability (WS-I) industry consortium. 

· It has been expanded to support electronic legal service, in addition to electronic filing and electronic access to electronic court documents and data. 

· It includes data elements that are required to start any type of new court case.

· It supports inquiries seeking information about court policies relating to electronic filing and other services and about specific court cases, documents, and information contained in the electronic case/document management system.

· It incorporates advanced features of electronic document and messaging security to help authenticate and demonstrate the integrity of electronically filed documents. 
3. The Computer Architecture for ECF 3.0
“Architecture” for a computer application is a structure, as with a house or building. There are many parts that must be related within an overall design following basic principles appropriate to the context. The “architect” for a high-rise office building may be engaged in a very complex structural challenge, but it has similarities to the challenges faced by the “landscape architect” or the designer of a computer based system. The architecture for ECF 3.0 provides a type of “blueprint” for those who will build electronic court filing applications and systems. 
Given the large number of courts and diversity of court systems, it is not reasonable to expect that all electronic court filing implementations can be the same. Courts differ from one another in terms of their base starting point, the existence (or not) of electronic case management, the availability (or not) of technological support, and so forth. The LegalXML Electronic Court Filing Technical Committee deliberately chose not to discuss or attempt to describe specific system components (even though that might be illustrative of how ECF 3.0’s pieces might work together). There will be many different ways to implement the functions and services that, together, constitute an electronic court filing and record system. The “correct” way for a given court is whatever way they are able to do it while maintaining the functions and basic structures and principles that go with each of the MDEs, or Major Design Elements identified by the Technical Committee as essential parts of electronic court filing.
In ECF 3.0, the MDEs are distinct parts needed for an electronic court filing system to function properly. For a fully-functional electronic court filing system, all of the MDEs in ECF 3.0 need to be present. They will be organized, structured, and implemented uniquely for the given court’s system. The assumption is that each court (or group of courts using the same electronic court filing system) will inevitably put the pieces (MDEs) of the electronic court filing system together somewhat differently. What ECF 3.0 “standardizes” is not how electronic court filing is implemented, but that each implementation addresses all functions and services for the MDEs. 
MDEs are logical system components and not necessarily how the applications will be physically structured in a given implementation. Flexibility is maintained to allow application developers to have the freedom they need to be adaptable.

MDEs intersect at “interfaces,” each of which has rules that must be precisely followed in a digital world. “MDE” is a more general term than “protocol” or “application programming interface (API),” and it includes them. 

The design elements (MDEs) in ECF 3.0 are defined here and their relationship illustrated in the diagram that follows: 
Filing Assembly—This element has to do with the creation of the item (variously referred to as a “court document,” “court filing,” “submission,” etc.) electronically submitted to a court for entry into the official court record (variously referred to as the “document management system,” “case file,” “case record,” “official court file,” etc.). It also has to do with the responses from a court electronic filing system that are triggered by receipt of an assembled filing.
Filing Review—This element has to do with actions taken by a court on receipt of an electronic filing. It enables the court to receive and review the message, taking whatever actions are needed to record the filed item(s) in the court’s case management and document management systems. This element also addresses the structuring and sending of messages to the Filing Assembly MDE regarding what happened to the submitted document. 
Record Docketing—This element relates to the court’s actions to establish an official record for electronic documents and to place information into the court’s case management and document management systems, in a process frequently referred to as “docketing.” Success with this element is usually indicated by the document’s being accessible in the court’s electronic document management system and the indices and other information about the document being available as well.
Service—This element supports processes that allow a filer or court to transmit copies of or pointers to electronic filings to other parties in the case who are participating electronically and are entitled to receive notice and copies of the filer’s filings.
Service Registry—This element ensures that filers and the court are able to obtain the electronic or conventional addresses for all parties entitled to be served with copies of or links to filings in the case.
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Electronic Court Filing  3.0

Major Design Elements (MDEs)


� Previous work products of the LegalXML ECFTC, referred to as Electronic Court Filing 1.0, Electronic Court Filing 1.1, Court Document 1.1, and Query and Response 1.1.


� A messaging profile is a mechanism for delivering information from one organization to another. It is independent from the content of the information itself. Different messaging profiles may be used to deliver the same information, depending on the technology used by a particular organization. Specifying standards-based messaging profiles allows organizations to enforce business rules for requirements like security, privacy, and reliability for particular messages.
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