
ECF 4.0 Core Specification Change Log:
IEPD Changes
· Remap domain mode to conform to NIEM 2.0

· Map some elements in the ECF subset schemas to NIEM Core rather than Justice domain (e.g. Persons, Addresses, etc.)

· Remap some ECF extensions to new and updated codelists and content in new domains (e.g. new drug category codes, updated language codes, new FBI namespace, new immigration domain)

· Change all ECF 3.1 extensions based on SuperType to either be based on s:ComplexObjectType or include s:SimpleObjectAttributeGroup

· Replace some inheritance and references with associations and roles (e.g. Pro se defendants would be mapped as persons with both defendant and defense attorney roles)

· Add support for type substitution (e.g. enable local courts to override ECF code lists)

· Consider using new IEPD structures (e.g. LEXS)

· Perform mapping and subset schema generation using new NIEM 2.0 tools

· Add support for alternate contact information through NIEM contact information model.

· Update party attorney relationships to use NIEM 2.0 improved support for roles and associations

· Add support for appellate courts case types including:
· Add a new case-type-specific message based on the new appellate domain model

· Change case lineage to support a hierarchy of multiple-levels of case lineage

· Support a record on appeal as an index document with attachments.

· Support additions to a record on appeal as a new index document with only the new documents attached.

· Support deletions from a record on appeal as a new index document with an attached document that indicates the DocumentDocketIDs of the documents to be deleted.

· Explain the problem with an appellate court rejecting a subsequent message modifying the record on appeal if a previous such message is still pending.  The issue is that the trial court’s further corrected index will have to assume that the previous corrected index was accepted by the appellate court.
· Add the required elements and identifiers to support the ordering of trial court transcripts.

· Consider the use of the trial court case number for the record on appeal since the appellate court case number doesn’t exist yet.
· Add better support for traffic, ordinance violations and parking cases including:
· Create a new case type message identified as traffic, ordinance violation and parking case type message for jurisdictions that handle these matters as civil rather than criminal cases. 
· Include the element for the name of a code in the message.  
· Add lot or facility and meter number or space number for ordinance and parking cases.

· Implement significant changes to our approach to the traffic and ordinance case structure.  

· Replicate both the traffic and ordinance structure within the criminal case type message to support those jurisdictions in which traffic and ordinance violations are filed as counts in a criminal complaint, information or indictment.

· Add a “red light camera case” indicator to both the criminal and civil traffic case type messages.

· Add support for genericode in code tables including defining the columns and keys for existing code tables defined in the ECF specification.

· Change the cardinality of CourtEvent to support multiple documents

· Align our current case types with the NCSC case types.
· Consider inclusion of core judgment elements. Rex McElrath supports a core generic element for a financial obligation.  John Greacen argued that judgment elements vary significantly from case type to case type and that the meaning of a financial obligation can only be determined from the point of view of the case type in which it is entered.
· Remap Payments and Receipts to UBL 2.0
· Allow more than one document type to be submitted for a filing.  The specification will alert courts to the danger of accepting more than one document type for a single filing and how to constrain a court’s implementation so as not to allow multiple document types to be submitted.
· Add a new message to support bifurcated and sealed documents.

Specification Changes
· Add chunking as an optional feature of SIPs.

· Include Brian Hickman’s suggested changes to the text of the specification concerning service.

· Add a non-normative addition/appendix to the specification suggesting alternative methods (best practices) for courts and vendors to implement service, including a multi-vendor environment model. Add two messages to support “chunking” – a message to send a related part of a document and a message to close a session. 
· Add edits of the ECF 3.1 specification to improve readability that were deferred to ECF 4.0 including:
· In section 1.3, replace “leverages” with something more clear.

· In section 1.3.1, note that the use of GJXDM/NIEM element names does not require any change in local legal terminology.  XML tag names are invisible to the user of an application employing them.

· In section 1.7, use a publicly accessible URL for the reference to the committee charter.

· In section 2, add words to indicate “recording a filing” involves adding documents that constitute the “filing” into the “court document management system” to resolve the ambiguous language.
· In section 2.2, use the term “legal service” when referring to the business process.  Thus, the Service MDE will be renamed the Legal Service MDE.
· In section 2.3.3, substitute “supporting document” for the business context and “message attachment” for the technical context.
· In section 3.2.8, change the reference to the SHA algorithm to “SHA 256”.

· In section 3.3.3.3, use “retain” rather than “archive”.
· Add explanatory language on options for using the MDEs in the specification and the requirement to support all messages when implementations do not include all MDEs.
· Update this change log
ECF 4.0 Web Services SIP Specification Change Log:
· Improve MTOM support when next version of WS-I Basic Profile is released

· Add support for bulk filings
· Add support for chunking using Web Services Reliable Messaging (WSRM) features to track sequential messages.
ECF 4.0 Email SIP Specification Change Log

· Develop email SIP

· Clarify that the email SIP is only approved use is for the transmission of courtesy notices, not for official information exchanges.  











