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To:
NASS Business Services Committee
From:
Notary Public Administrators Section
Date:
January 29, 2008
Subject:
H.R. 1979 and S. 2083 – Interstate Recognition of Notarizations Act of 2007
S. 2083 is in the Senate Judiciary Committee, after its companion bill, H.R. 1979, was passed in the House. In the NASS 2007 Summer Conference, the NPA voted to urge NASS’s opposition to this bill and created a committee to detail its objections for review at the NASS 2008 Winter Conference. This memo details the arguments of the NPA and strongly urges that NASS oppose the bill with whatever resources seem appropriate.
Background: The bill arises out of a situation in Michigan where a trial court refused to accept as evidence an unauthenticated notarized document. This resulted in the loss of a case and subsequent appeals. The Michigan Supreme Court, overturning the trial and appellate decisions, ruled that by law, the Michigan court should have accepted the notarization’s validity, giving full faith and credit to the act of another state’s official.
However, before the appellate court had made its decision, H.R. 1979 had been introduced in the House of Representatives. It is a short bill.

Section 1 merely introduces the act.

Section 2 provides that each Federal Court recognize an out of state notarization if it occurs in or affects interstate commerce, AND if it has a seal, OR if it is electronic, the seal information is “securely attached to, or logically associated with,” the record so as to “render the record tamper-resistant.”

Section 3 repeats Section 2 for state courts.

Section 4 gives the definition for electronic record, referring to E-SIGN, and the definition for “logically associated with”. The latter rests on the language “impracticable to falsify or alter, without detection, either the record or the seal information.”

The bill had one brief hearing and was passed by the House at the last second under a suspension of rules.
NPA Objections:

1. Section 1 is superfluous.

a. There is no need for it. The Michigan case, Apsey v. Memorial Hospital, that seemed to make this law necessary was overturned by the Michigan Supreme Court in May 2007. The Court ruled that a notarization did not have to be certified by the appointing authority and that the Uniform Recognition of Acknowledgment Act is sufficient to accept a notarization as self-authenticating. 

b. The U.S. Federal Rules of Evidence 902(8) identifies a notarial act as self-authenticating already, and so a federal court would follow this requirement without S. 2083.

c. Some have argued that electronic records can’t be filed in court without it. In fact, that is not true. Federal courts have come up with efficient procedures to accept electronic filings; and several states, notably Kansas, Pennsylvania and North Carolina, have adopted laws and rules enabling electronic notarization of electronic records that would be admissible in federal and state court. NASS has adopted its own standards that states may use to similarly enable electronic records.
2. Section 2. is unnecessary. 

a. Twenty-five states and the District of Columbia have enacted some form of the Uniform Recognition of Acknowledgment Act, and it would appear that another court would similarly rule in such states.
b. Where there is not a URAA or it does not apply, state courts will already accept notarizations. Most states derive their rules of evidence from the FRE, and therefore have similar language about notarial acts. 
c. Article IV, Section 1 of the U.S. Constitution requires that “full faith and credit” in each state be given to the public acts of every other state. A notarization is commonly held to be a public act.

3. Sections 2 & 3 unwarrantedly supersede state law. Both sections require that a court may only accept a notarization if a seal is used therein. But many states do not have a seal requirement, and notarizations from those states are perfectly valid without a seal. These provisions would abrogate a state’s right to regulate the commissioning of its notaries.

4. Sections 2 & 3 are unworkable. They would make electronic notarizations impossible in those states without a seal requirement. Since an electronic record requires “seal information” to be attached, those notarizations that lack such information because it doesn’t exist would be invalid. Nowhere has it been shown in hearings or comments on this act that seals are an essential element of electronic notarization. 

5. Sections 2 & 3 create a new and unusual use of “logically associated with.” In fact, by conflating “securely attached to”, “logically associated with” and “tamper-resistant,” this bill confuses several terms used in policy and law in electronic commerce. See, for example, UETA and ESIGN that view “logically associated with” as “in some way [be] linked to, or connected with, the electronic record”. “Secure attachment” creates new requirements beyond mere association, and “tamper resistance” further specifies a type of security. Whether this is appropriate public policy may be debated, but the fact is that this language is not typical of similar statutes that seek to deal with similar issues. These terms of art are not interchangeable and shift the ground for those in industry and public policy.
6. Sections 2& 3 go beyond the problem. The Michigan case had nothing to do with electronic filing in court. It was merely concerned with the priority of a law dealing with medical record evidence versus the URAA. These bills are an attempt to set guidelines for electronic notarization, without adequate discussion, and in the face of NASS standards. NASS should strongly object to this backdoor approach to a significant and complex issue.

7. Section 4 definitions are flawed. 

a. There is no definition of seal, “seal of office,” or “seal information.”  Since the bill requires these and many states do not have seals, it is crucial that Congress give direction on what it means by this language.

b.  “Logically Associated.” 

i. Repeating Comment 5, this definition is not by any means the definition of “logically associated with” that E-SIGN, UETA and UNCITRAL have adopted. 

ii. It confuses tamper-evident, “impracticable to falsify and alter, without detection,” with the “tamper-resistant” of Sections 2 & 3.  
iii. We recommend that the language of the NASS standards, which have been vetted by myriad stakeholders, be adopted instead.

In sum, H.R. 1979 and S. 2083 are unnecessary, intrusive, unworkable and are not consonant with existing law and practice. They set standards for electronic notarization that do not conform to the widely accepted NASS standards. We urge the S. 2083’s defeat, and recommend that NASS take appropriate steps to make that happen.
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