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Executive Summary
H.R. 1979 and S. 2083 are companion courts bills that address interstate recognition of notarial acts in interstate commerce by requiring state and federal courts to admit into evidence notarial acts performed in other states. Consistent with the federal rules of evidence and the evidence rules of nearly every state, H.R. 1979 and S. 2083 deal with notarial acts evidenced by a notarial seal, the form and content of which are defined elsewhere by state law.  H.R. 1979 and S. 2083 only relate to the legal effects of notarial acts and in no way regulate or affect state commissioning of notaries and existing notarial practices.  In addition, the electronic provisions of H.R. 1979 and S. 2083 are consistent with the document tamper resistance requirements set forth in Standard 8 of the NASS e-Notarization Standards (July 2006).
I.  Procedural History

The current H.R. 1979 was originally introduced by Alabama Representative Robert Aderholt as H.R. 1458 to address court document rejections experienced by constituents.  The language was drafted by attorneys working for the Committee on the Judiciary of the House of Representatives.  On December 6, 2006, the House of Representatives unanimously passed the bill under suspension of the rules.  
Because H.R. 1458 failed to clear the Senate during the One Hundred and Ninth Congress, it was reintroduced in the One Hundred and Tenth Congress as H.R. 1979 with Rep. Aderholt of Alabama, Rep. Davis of Alabama, Rep. Braley of Iowa, and Rep. Castle of Delaware as co-sponsors.  On July 10, 2007, the House of Representatives unanimously passed the bill under suspension of rules.  It was then sent to the Senate, where it has been assigned to the Senate Judiciary Committee.  On September 21, 2007, a companion bill with the same exact language was introduced in the Senate (S. 2083) by Senator Carper of Delaware and Senator Sununu of New Hampshire.  This bill has also been referred to the Senate Judiciary Committee.

There is no current opposition to the legislation.  Supporters include the American Trial Lawyers Association, the National Notary Association, and court reporters.  NCCUSL has expressed a reservation about one definition in the text. The association representing the state courts attended the Congressional hearing and is not in opposition.
II. Bill Summary

H.R.1979 and S. 2083 are courts-related bills that requires state and federal courts to recognize the authenticity of documents related to interstate commerce if they have been notarized with a notarial seal valid in another state or, if an electronic document, with valid seal information attached to the document in a manner that renders evidence of subsequent tampering or changes.  Rejection of documents across state lines undermines the important role of notaries who impartially witness the execution of documents. The bills remove the serious impediment to interstate commerce caused by the frequent rejection of properly notarized documents for form or technical reasons — rejection that imposes appreciable delays and costs on business and government.  
III. Reasons for the Federal Legislation
A. Interstate Recognition of Notarial Acts is an Ongoing Legal Challenge

Current state and federal laws have proven insufficient to prevent court rejections of out-of-state notarizations.  Notarial acts do not fall expressly with the Full Faith and Credit Clause of Article IV of the United States Constitution, and no case has interpreted “public acts” within the clause to include “notarial acts.” 


To address this document rejection problem, uniform laws have been created and promulgated by the National Conference of Commissioners on Uniform State Laws to recognize notarial acts performed in other states and jurisdictions of the United States. These acts are:  the Uniform Acknowledgment Act of 1939; the Uniform Recognition of Acknowledgments Act of 1968; and the Uniform Law on Notarial Acts of 1982, which was drafted to replace the two preceding acts.

However, these uniform laws have not solved the rejection problem for three reasons. First, not all states have adopted these uniform laws; for example, only 11 states have adopted the Uniform Law on Notarial Acts of 1982. Second, the oldest of these uniform laws applies only to recognition of the notarial act of acknowledgment, and not to other notarial acts such as jurats. And third, none of the uniform laws deals with admissibility issues and rules for the evidentiary use of the notary seal.
B.  The Legislation Reaffirms the Importance of the Notarial Seal for Establishing the Admissibility of Evidence under Federal and State Rules of Evidence
H.R. 1979 and S. 2083 are based on the fact that the notary public seal performs a critically important function for courts in determining the admissibility of evidence. By requiring that the electronic seal information be attached in a manner that provides tamper resistance to the electronically notarized document, the federal legislation preserves the notary’s evidentiary function of rendering documents self-authenticating.

Authentication by seal is a bedrock evidentiary principle in the Federal Rules of Evidence (902 [1] and [2]) and in the many state laws they have inspired. These rules reflect the evidentiary principle of authentication by seal of a public officer as a condition precedent to that document’s admissibility and enforceability. It is recognized that the risk of forgery is reduced by the requirement of authentication by a public officer who possesses and affixes a seal. (See, Advisory Committee Note to Federal Rule of Evidence 902 [2].)
Under the many state laws that mirror the Federal Rules of Evidence, documents under the seal of a public officer are rendered self-authenticating or self-proving.
 It has long been established that a notary is a public officer. In Pierce v. Indseth, (106 US at 549; 1 S.Ct. 418 [1883]), the United States Supreme Court stated that notaries “are officers recognized by the commercial law of the world.” As a public officer, a notary affixes a seal and signature to authenticate a document without the need for extrinsic evidence to prove the seal and signature’s genuineness or to confirm the notary’s official capacity.
The seal is a particular sign or written mark made to attest the formal execution of a document.
  Information contained in the seal identifies the individual as a duly commissioned notary imbued with authority to perform official acts.  The notarial seal serves to authenticate or attribute the official act as the act of a notary.
  

 Seal use by notaries is near universal.  Forty-nine states and the District of Columbia prescribe the form and content of the notarial seal.
 With paper notarizations, the notarial seal appears in one of three forms: 1) impressed or embossed sign, 2) imprinted or stamped sign, and 3) handwritten (scrolled) or typed mark.
  Information in the seal typically includes a combination of the notary’s name, title, county, commission number, and commission expiration date.
Forty three states mandate one specific form for the notary’s seal, most commonly an imprint.  Seven states permit the notary to use any of the three general forms for affixing information concerning commission and official capacity.
 Thus, a notarial certificate that contains seal informational elements in some form constitutes a lawful notarization in those jurisdictions that don’t mandate an impress or imprint of the notarial seal.

C.  The Legislation is Consistent with the NASS e-Notarization Standard for Document Security from Tampering
The NASS standards provide for the use of an electronic notarial seal, which is defined as “information within a notarized electronic document that includes the notary public’s name, jurisdiction of appointment, commission number, and commission expiration date, and generally corresponds to data in notary public seals used on paper documents.”
 Consistent with this definition, H.R. 1979 and S. 2083 reference “seal information” in the context of electronic documents.
In addition, the requirement in the federal bills that the electronically notarized document be rendered tamper resistant is consistent with NASS e-Notarization Standard 8.  This Standard specifies that “[w]hen performing an electronic notarization, a notary public shall apply an electronic seal, when required by law, which shall be attached to or logically associated with the electronic document such that removal or alteration of such official electronic seal is detectable and will render evidence of alteration of the document containing the notary certificate which may invalidate the electronic notarial act.” 
D. The Legislation Reaffirms E-Notarization as a “Security Procedure” Under the Uniform Electronic Transactions Act
Under the Uniform Electronic Transactions Act (“UETA”), authentication of the origin and contents of a document to a particular individual is termed “attribution”.
 While not requiring the use of any one method to prove that an electronic signature is attributable to a person or document, the UETA importantly does provide that attribution may be proven by means of a security procedure.
 

Electronic notarization is a security procedure for authenticating or attributing the principal signer.
  As defined by Section 2(14) of UETA, a security procedure is: 

A procedure employed for the purpose of verifying that an electronic signature, record, or performance is that of a specific person or for detecting changes or errors in the information in an electronic record. The term includes a procedure that requires the use of algorithms or other codes, identifying words or numbers, encryption, or callback or other acknowledgment procedures.

Just as in the paper world, the act of electronic notarization authenticates an signed document by proving attribution of the electronic signature and document to the signatory.
  When the electronic notarization process is performed in the manner of a security procedure, by incorporating encryption or similar technology, subsequent changes to the electronic signatures and document can be detected.

The two-pronged function of electronic notarization as a security procedure — to verify the signer and the integrity of the signatures and document — in evidentiary terms renders both the underlying electronic document self-authenticating and the notarial act, itself, self-proving.  Performing the electronic notarization in the manner of a security procedure also serves to provide presumptive evidence of attribution of the electronic document as the act of the signer and attribution of the electronic notarial certificate as the act of the specific notary.

By requiring that the seal information be attached in a manner that makes the electronically notarized document tamper resistant, the federal legislation preserves the notarial act as a security procedure.
 While physically affixing the imprint or impress of the paper seal image does not apply to an electronic document, the information concerning the notarial seal nevertheless must be attached.  E-Sign and the UETA, however, are silent on how the notary’s seal information is to be attached to a document or for detailing a specific security procedure to be used by the notary in attributing the principal.
 The federal legislation serves to fill this gap concerning the notary’s electronic seal.
In current practice, states either require or permit the notary to use any combination of the following forms or methods for attaching the seal information:  1) the seal information combined with a secure electronic signature,
 2) a secure electronic notarial seal combined with a secure electronic signature,
 3) an electronic image of the paper seal imprint or impress,
 4) an electronic image of the paper seal imprint as well as an electronic image of the holographic signature,
 and 5) the seal information combined with a document authentication number.
 
E. The Legislation is Consistent with the Hague e-Document Authenticity Protocol

The Hague Conference on Private International Law has determined that the spirit and letter of the Apostille Convention do not pose an obstacle to the use of technology, and that the interpretation of the Apostille Convention in the light of functional equivalence permits competent authorities to issue electronic apostilles.
 For e-apostilles and electronically notarized documents, the Hague Apostille Convention has established an e-document authenticity protocol based on a non-repudiation standard.  Accordingly, an electronic public document with an electronic notarization or an electronic apostille must be independently verifiable, and must be invalidated if it is improperly modified.
  The tamper resistance requirement contained in H.R. 1979 and S. 2083 reflects this international standard.
IV. Legislative Intent

The following are official comments about the legislation made by members of Congress before the two floor votes:
“The bill ensures that lawfully notarized documents from one State are also acknowledged by sister States in interstate commerce…. I emphasize that H.R.1458 does not conflict with the 10th amendment’s defense of States’ rights.” Rep. Sensenbrenner of Wisconsin (Congressional Record, H8808 12/6/06).

“H.R. 1458 would require that documents be recognized in any State or Federal court if the subject affects interstate commerce and the document is duly notarized by a seal or if a seal is tagged to an electronic document.” Rep. Aderholt of Alabama (Congressional Record, H8808 12/6/06).

“I only want to underscore the fact that communications interstate are so common and frequent that this is a long overdue and important improvement in the relations of legal documents between the citizens of the several States.” Rep. Conyers of Michigan (Congressional Record, H7468 7/10/07).

“H.R. 1979 compels a court to accept the authenticity of the document, even though the notarization was performed in a State other than where the form is located.  This reaffirms the importance of the notarial act.” Rep. Coble of North Carolina (Congressional Record, H7467 7/10/07).

“H.R. 1979 will eliminate confusion that arises when States refuse to acknowledge the integrity of documents from another State.  This act preserves the right of States to set standards and regulate notaries, while reducing the burden on the average citizen who has to use the Court system…. We are not trying to mandate how States regulate notaries which they appoint.”  Rep. Aderholt of Alabama (Congressional Record, H7467 7/10/07).

V.  Conclusion

HR 1979 and S 2083 do not impact NASS because they concern court recognition and the legal effect of notarial acts crossing state lines.  The legislation does not regulate the commissioning process for notaries or general notarial requirements that fall within the responsibility of the commissioning official.  Instead, the legislation would remove an impediment, both in paper and electronic form, to the smooth functioning of our nation’s court system that unjustifiably lessens respect for many validly performed notarial acts.  
   �  The following state rules of evidence incorporate in whole or in part Fed R. Evid. 902 (1), (2), and (8) rendering as self-authenticating a document under a notary public’s seal of office as well as a document accompanied by a certificate of acknowledgment:  Ala. R. Evid. 902 (LoisLaw 2007); Alaska R. Evid. 902 (LoisLaw 2007); Ariz. R. Evid. 902 (LoisLaw 2007); Ark. R. Evid. 902 (LoisLaw 2007); Colo. R. Evid. 902 (LoisLaw 2007); Del. Unif. R. Evid. 902 (LoisLaw 2007); Fla. Ann. Stat. § 90.902(1)(a) (LexisNexis 2007)(acknowledgment act provision not included); Haw. R. Evid. 902 (LoisLaw 2007); Idaho R. Evid. 902 (LoisLaw 2007); Ind. R. Evid. 902 (LoisLaw 2007); Iowa R. Evid. 902 (LoisLaw  2007); Ky. R. Evid. 5-902 (LoisLaw 2007);  La. Code Evid. Ann. Art. 902 (LoisLaw 2007); Me. R. Evid. 902 (LoisLaw 2007); Md. R. 5-902 (LoisLaw 2007); Mich. R. Evid. 902 (LoisLaw 2007); Minn. R. Evid. 902 (LoisLaw 2007); Miss. R. Evid. 902 (LoisLaw 2007); Mont. R. Evid 902 (LoisLaw 2007); Neb. Rev. Stat. § 27-902 (LexisNexis 2007); N.H. R. Evid. 902 (LoisLaw 2007); N.J. R. Evid. 902 (LoisLaw 2007); N.M. R. Evid. 902 (LoisLaw 2007); N.C. Gen. Stat. §8C-9-902 (LoisLaw 2007); N.D. R. Evid. 902 (LoisLaw 2007); Ohio R. Evid. 902 (LoisLaw 2007); Okla. Stat. tit. 12 § 2902 (LoisLaw 2007); Or. R. Evid. 902 (LoisLaw 2007); Pa. R. Evid. 902 (LoisLaw 2007); R.I. R. Evid. 902 (LoisLaw 2007); S.C. R. Evid. 902 (LoisLaw 2007); S.D. R. Evid. 19-17-2 and 19-17-9 (LoisLaw 2007); Tenn. R. Evid. 902 (LoisLaw 2007); Tex. R. Evid. 902 (LoisLaw 2007); Utah R. Evid. 902 (LoisLaw 1996); Vt. R. Evid. 902 (LoisLaw 1983); Wash. R. Evid. 902 (LoisLaw 1996); W.Va. R. Evid. 902 (LoisLaw 2007); Wis. Stat. § 909.02 (LoisLaw 2007); Wyo. R. Evid. 902 (LoisLaw 2007). 


   �  See Cal. Code of Civil Procedure § 1930 (LexisNexis 2007); Mont. Code Ann. § 1-4-201 (LexisNexis 2005); Or. Rev. Stat. § 42.110 (LexisNexis 2006); Van Den Borre v. State, 596 So.2d 687, 691 (Fla. App. 4. Dist. 1992); King v. Guynes, 42 So. 959,960 (La. 1907) (“The purpose of a ‘seal’ is to attest in a formal manner to the execution of an instrument.”). See also Black’s Law Dictionary, at 1210 (West 1979).


   �  Ala. Code § 36-20-4 (LexisNexis 2007); Alaska Stat. § 44.50.062(5) (LexisNexis 2007); Ariz. Rev. Stat. § 41-313(C)(3) (LexisNexis 2007); Cal. Gov’t Code § 8207 (LexisNexis 2007); D.C. Code Ann. § 1-1204 (LexisNexis 2007); Fla. Stat. § 95.03 (LexisNexis 2007); Ga. Code Ann. § 45-17-6 (2006); Haw. Rev. Stat. Ann. § 456-3 (LexisNexis 2006); 5 Ill. Comp. Stat. Ann. § 312/3-101 (LexisNexis 2007); Ind. Code Ann. § 33-42-2-4(b): “All notarial acts not attested by a seal as described in subsection (a) are void.” (LexisNexis 2007); Kan. Stat. Ann. § 53-105 (LexisNexis 2006); Md. Code Ann. State Gov’t. § 18-108(a) (LexisNexis 2006); Mass. Gen. Laws ch. 59, § 31 (LexisNexis 2007); Minn. Stat. Ann. § 359.03 SubDiv. 1 (LexisNexis 2006); Miss. Code Ann. § 25-33-3: “… and his official acts shall be attested by his seal of office.” (2007); Neb. Rev. Stat. § 64-210 (LexisNexis 2007); Nev. Rev. Stat. Ann. § 240.040 (LexisNexis 2007); N.M. Stat. Ann. § 14-12A-18(B) (LexisNexis 2007); N.D. Cent. Code § 6-02-05 (LexisNexis 2007); Okla. Stat. Ann. tit. 49, § 5 (LexisNexis 2006); Or. Rev. Stat. § 194.152 (LexisNexis 2006) (a document without an imprint of the official seal of the notary shall be of no effect); 57 Pa. Cons. Stat. Ann. § 158 (LexisNexis 2006); Tex. Gov’t Code Ann. § 406.013(a) (LexisNexis 2006); Utah Code Ann. § 69-1-4 (LexisNexis 2006); Wash. Rev. Code Ann. § 65.52.050 (LexisNexis 2007) Wis. Stat. Ann. § 137.01(4)(b) (LexisNexis 2006) Wyo. Stat. Ann. § 32-1-106(a) (2006).


    � The following states mandate a specific form for the notarial seal:  Ala. Code § 36-20-4 (LexisNexis 2007); Alaska Stat. § 44.50.064 (LexisNexis 2007); Ariz. Rev. Stat. § 41-312(B)(2) (LexisNexis 2007); Ark. Code Ann. § 21-14-106(a)(4),  § 21-14-107(b)(1) (LexisNexis 2006) ($7,500); Cal. Gov’t Code § 8207, Civ. Code § 1193 (LexisNexis 2007); Colo. Rev. Stat. § 12-55-112(2) (LexisNexis 2006); Conn. Gen. Stat. Ann. § 3-94j(a) (LexisNexis 2006); 29 Del. Code § 4309(b) (2007); D.C. Code Ann. § 1-1204, § 42-147 (LexisNexis 2007) ($2,000); Fla. Ann. Stat. § 117.01(5)(b), § 117.05(3)(a) (LexisNexis 2007); Ga. Code Ann. § 45-17-69(a)(1) (2006); Haw. Rev. Stat. Ann. § 456-3 (LexisNexis 2006); Idaho Code Ann. § 51-106(1) (2007); 5 Ill. Comp. Stat. Ann. § 312/3-101 (LexisNexis 2007), 755 Ill. Comp. Stat. Ann 5/5-3(b); Ind. Code Ann. § 33-42-2-4(a) (LexisNexis 2007); Iowa Code Ann. § 9E.14(1) (LexisNexis 2006); Kan. Stat. Ann. § 53-105 (LexisNexis 2006); Me. Rev. Stat. Ann. tit. 5 § 951 (LexisNexis 2006); Md. Code Ann. State Gov’t. § 18-108(a), § 19-107(a), (LexisNexis 2006); Mass. Exec. Order No. 455 § 5(c) (April 2004); Minn. Stat. Ann. § 359.03 SubDiv. 1 (LexisNexis 2006); Miss. Code Ann. § 25-33-3 (2007); Mo. Ann. Stat. § 486-380, § 492-370 (LexisNexis 2007); Mont. Code Ann. § 1-5-416(1)(d) (LexisNexis 2005); Neb. Rev. Stat. § 64-210(1) (LexisNexis 2007); Nev. Rev. Stat. Ann. § 240.040 (LexisNexis 2007); N.H. Rev. Stat. Ann. § 455:3 (LexisNexis 2007); N.M. Stat. Ann. § 14-12A-18(A) (LexisNexis 2007); N.C. Gen. Stat. § 10B-36(a) (LexisNexis 2006); N.D. Cent. Code § 44-06-04, § 47-19-32 (LexisNexis 2007); Okla. Stat. Ann. tit. 49, § 5 (LexisNexis 2006); OH. Rev. Code § 147.04 (LexisNexis 2007); Or. Rev. Stat. § 194.031(1) (LexisNexis 2006); 57 Pa. Cons. Stat. Ann. § 158(a) (LexisNexis 2006); S.C. Code Ann. § 26-1-60 (LexisNexis 2006); S.D. Codified Laws § 18-1-3 (LexisNexis 2005); Tenn. Code Ann. § 8-16-114(a) and (b) (2007); Tex. Gov’t Code Ann. § 406.013(a) (LexisNexis 2006); Utah Code Ann. § 46-1-16(2)(a) (LexisNexis 2006); Va. Code Ann. § 47.1-16C (LexisNexis 2007); Wash. Rev. Code Ann. § 42.44.090(1) (LexisNexis 2007); W. Va. Code Ann. § 29C-4-102(a) (LexisNexis 2007); Wis. Stat. Ann. § 137.01(3)(a) (LexisNexis 2006) and Wyo. Stat. Ann. § 32-1-106(a) (2006).  The following states prescribe seal informational content but permit multiple forms:  Ky. Rev. Stat. Ann. § 423.010 (LexisNexis 2007); La. Rev. Stat. Ann. § 35:12 (LexisNexis 2006); Mich. Comp. Laws § 55.287(2) (LexisNexis 2007); N.J. Stat. Ann. § 52:7-19 (LexisNexis 2007); N.Y. Cons. Laws § 137 Exec. (LexisNexis 2007); R.I. Gen. Laws § 34-11-1.1 (2006).


    �  Id. See also Corbin, Contracts 3241 (one volume ed. 1952) and Restatement (Second) of Contracts § 96 cmt. a (1981).  See, e.g., Fla. Ann. Stat. § 695.07 (LexisNexis 2007) (“A scrawl or scroll, printed or written, affixed as a seal to any written instrument shall be as effectual as a seal).


�  These states include Kentucky, Louisiana, Michigan, New Jersey, New York, Rhode Island, and Vermont. While Vermont preserves the authenticating evidentiary function of the notarial seal, Vermont does not require the seal for enforceability and is the only state that leaves the content and form entirely to the discretion of the notary.  Faerber, supra note 3, at 183, 191, 231, 301,319, 415, and 471.


    �  See, 7 J. Wigmore, Evidence § 2165.


   �  National E-Notarization Standards , Definition 5.


   �  Unif. Elec. Transactions Act § 9(a) and Comment (Nat’l Conf. of Comm’rs on Unif. State Laws 1999).  The UETA has been adopted in every state and the District of Columbia except Georgia, Illinois, New York, and Washington.  


   �  Id.


   �  UETA, supra note 20, at § 2(14); Ariz. Rev. Stat. § 41-351(9) (LexisNexis 2007); Daniel J. Greenwood, Electronic Notarization: Why It’s Needed, How It Works, and How It Can Be Implemented to Enable Greater Transactional Security at 10 (Nat’l Notary Ass’n 2006) available at <� HYPERLINK "http://www.nationalnotary.org/commission" ��http://www.nationalnotary.org/commission�>. The four states that haven’t enacted the UETA also recognize attribution by security procedure: Ga. Code Ann. § 10-12-4(j) (LexisNexis 2007) (notary is required to use a secure or advanced electronic signature); 5 Ill. Comp. Stat. Ann. § 175/10-110(b) (LexisNexis 2007) (authentication by security procedure expressly incorporated); 9 NYCRR 540.5(d) (Loislaw 2007) (procedures by government entities and public officers required for ensuring authenticity and integrity of records; Wash. Rev. Code Ann. § 19.34.340 (LexisNexis 2007) (authentication by digital signature).


   �  Greenwood, supra note 9, at 10.


   �  See, e.g., Ariz. Rev. Stat. § 44-7033 (LexisNexis 2007) and 5 Ill. Comp. Stat. Ann. § 175/10-120(b) (LexisNexis 2007).


   � National E-Notarization Standards, “Form and Manner of Performing the Electronic Notarial Act,” Comment (“Although UETA, URPERA, and the federal ESign law can be read to have eliminated the need for a physical seal image as a requirement for determining whether an electronic document is an ‘original’ versus a copy, the seal requirement remains essential to authenticating documents under federal and state rules of evidence.”)  


   �  National E-Notarization Standards, “Registration Requirement” Comment (“The important matter is that all of the notary public’s identifying and commissioning information be made a part of, or a secure attachment to, the underlying notarized electronic document.”)


   � Ariz. Rev. Stat. § 44-7011 and § 44-7034 (LexisNexis 2007); Ark. Code Ann. § 19-11-203(29) and § 25-31-104(b)(3) (LexisNexis 2006), Cal. Probate Code § 4673(b) (LexisNexis 2007); (electronic advance health directives), Fla. Ann. Stat. § 117.021(2) (LexisNexis 2007); Ga. Code Ann. § 10-12-3(6) and § 10-12-4(j) (2006); 5 Ill. Comp. Stat. Ann. § 175/10-110 and 14 Ill. Admin. Code 100.30 (LexisNexis 2007); Kan. Admin. Reg. § 7-43-3(a) (Loislaw 2007); Nev. Rev. Stat. Ann. § 720.150(5) and Nev. Admin. Code § 720.770 (LexisNexis 2007); 35 Pa. B. 7068 (December 1, 2005), available at <� HYPERLINK "http://www.pabulletin.com/secure/data/vol35/35-53/2416.html" ��http://www.pabulletin.com/secure/data/vol35/35-53/2416.html�>; Wash. Rev. Code Ann. § 19.34.020(11) and § 19.34.340 (LexisNexis 2007).


   � Minn. Stat. Ann. § 358.47(a) (LexisNexis 2006); N.C. Admin. Code tit. 18 ch. 7 § 07C.0401(a-d) and § 07C.0402(a-d) (Loislaw 2007); Va. Code Ann. § 47.1-16(B), (D) (LexisNexis 2007).


   � California (except for electronic advance health directives).


   � N.C. Admin. Code tit. 18 ch. 7 § 07C.0401(e) and  § 07C.0402(e) (Loislaw 2007).


   � Colo. Rev. Stat. § 12-55-106.5 (LexisNexis 2006).


   �  First International Forum on e-Notarization and e-Apostilles (2005), Conclusion 1.


   �  Id. Conclusions 15 and 18.
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