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1. Introduction

Through the process of defining the SPML charter, use cases and ongoing work we have implicitly gathered a set of requirements.  This document defines the outline requirements for the SPML specification.

The following section is copied from the draft SPML Use Case document published in [1] and serves as an introduction to the agreed semantics for SPML.  A full description of terms is available in the SPML glossary in [2].
2. Terms & Semantic Primer

2.1. Overview Object Model
The ERD in Figure 1 depicts the basic relationships between an RA’s, PSP’s and a PST’s.  The 
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Figure 1.  Basic High-level system entities

2.2. An Introduction to PSTD-ID’s

During F2F#1 the working group introduced the concept of a Provisioning Service Target Data Identifier or PSTD-ID.  A PSTD-ID was the unique identifier for a data set (aka account) on a PST.  An example of a PSTD-ID on a UNIX/Linux server would be the UID; an example of a PSTD-ID for a directory entry would be a Distinguished Name (DN).  It was agreed that in some cases PSTD-ID’s could be requested by the RA or PSP and in others the PSTD-ID would be set by the PST as a functioning service or native resource.

PSTD-ID’d would be unique to a PST (if not implemented by the native resource then implemented by the functioning PST/PSP implementation through custom namespace mechanism.
The simple ERD shown in Figure 2 shows some of the possible relationships between a RA, PSP, PSU-ID, PST and PSTD-ID.

2.3. An Introduction  to PSU-ID’s
During F2F#1 the working group introduced the concept of a Provisioning Service User Identifier (PSU-ID).  A PSU-ID represented a unique identifier for a collection of individual provisioning requests.  An example explains this best.  
Consider the provisioning of IT resource accounts for a new corporate user.  The new user requires an account on a Windows NT domain, a Lotus Notes server, a corporate directory server and a UNIX file server.  In this example the RA would present the PSP with it’s own unique identifier for the “corporate user”, say a full name, a list of the PSTD-ID’s it would like to create on the target systems (see below) and the set of attributes required to complete the provisioning request.  In this example, the PSU-ID would be the full name specified by the RA.  The PSU-ID would be used to relate the created PSTD-ID’s together.  This relationship could be maintained by both the RA and the PSP, the details of which is deliberately left un-defined at this stage.

The F2F#1 WG estimated that PSU-ID’s could be RA defined and scoped by the PSP through it’s unique identification of each participating RA and that conversely,  a PSP could generate a PSU-ID representative of a collection of PSTD-ID’s and notify the RA of the generated PSU-ID.
The important thing is that a PSU-ID represents the unique identification for a set of provisioned data (aka accounts) throughout the life cycle of that data.  A PSU-ID should not be confused with a transaction (or like) identifier associated with say an update/modify request.  In this example transaction ID “123” would represent a request to update/modify PSU-ID “John Doe”, and to say change a provisioned attribute on 4 provisioned PSTD-ID’s.

The simple ERD shown in Figure 2 shows some of the possible relationships between a RA, PSP, PSU-ID, PST and PSTD-ID. 
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Figure 2.  High-level relationships
3.  SPML Requirements

3.1. To define an extensive set of use cases that model the functional requirements of the proposed protocol and to see these use cases operable by implementing the resulting specification.


3.2. To define an XML Schema based protocol for exchanging provisioning requests between a Requesting Authority (RA) and a Provisioning Service Point (PSP).


3.3. To define an XML Schema based protocol for exchanging requests provisioning requests between a PSP and a Provisioning Service Target (PST) AND if possible to implement this and requirement 1 (above) in a single protocol.

3.4. To provide a query model that MAY allow a RA to discover details about those provisioning elements it is authorized to see and act upon at a given PSP.  Implicitly, the “decision" on what services to display to what RA’s lies with the implementation and authorization model of the PSP provider.
3.5. To provide a model that allows a RA and a PSP to dynamically discover the required data values for a given provisioning action.

3.6. To provide consideration for the security and general operational concerns of such an exchange system.

3.7. To provide guidelines on binding SPML to the SOAP and HTTP protocols.

3.8. To provide an open extensible solution that is independent of any one vendors implementation or solutions model.

3.9. To provide a transactional element to the request/response model that allows for the exchange of ordered batches of requests.

3.10. To deliver a solution in a timely manor.
3.11. To where possible and reasonable to re-use and extend existing standards efforts for the benefit of the SPML solution.
3.12. To provide a standard suitable for use both inside a single organization or enterprise and between multiple separate organizations/enterprises operating on separate network infrastructures. 

3.13. To provide an open protocol that does not dictate the underlying infrastructure or technology used by the implementer of RA, PSP or PST entities to support that protocol.
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