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Information Sharing

- Within the Enterprise
- Between Stakeholders
We need to be better about sharing information internally before we can fix information sharing externally.
Principle 8:

Community. The board encourages management to collaborate with other stakeholders, as relevant and appropriate, in order to ensure systemic cyber resilience.
Other enterprises, NGO’s, civil society, and governments are vital stakeholders in cybersecurity and cyber resilience.
The Forum has fostered public-private cooperation in:

- Cybercrime
- Systemic Risk/CNI
Cyber resilience is a global public good.
Thank you!
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