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# Emerging Nation-State Great Power Competition

**Unprecedented Risk / Asymmetrical Hybrid Warfare**

**The Modern Battlefield is Everywhere**

**Unrestricted Warfare Targeting All Organizations and Civilians**

## Non-Military
- Economic Warfare*
- Financial Warfare*
- Transaction Warfare*
- Trade Warfare*
- Resources Warfare*
- Regulatory Warfare*
- Legal Warfare*
- Education Warfare*
- Technology Warfare*
- Sanction Warfare*
- Media Warfare
- Propaganda Warfare
- Culture Warfare
- Ideological Warfare
- Religious Warfare
- Poisoning Warfare

## Trans-Military
- Espionage Warfare*
- Information Warfare*
- Intelligence Warfare*
- Industrial Warfare*
- Resource Warfare*
- Algorithmic AI Warfare*
- DarkNet Warfare*
- Smuggling Warfare*
- **Cyber Warfare***
- Drug Warfare*
- Infiltration Warfare*
- Deterrence Warfare*
- Psychological Warfare
- Diplomatic Warfare
- Subversion Warfare
- Environmental Warfare

## Military
- Biological Warfare
- Chemical Warfare
- Ecological Warfare
- Space Warfare / EMP
- Electronic Warfare
- Guerrilla Warfare
- Terrorist Warfare
- Conventional Warfare
- Kinetic ‘Smart’ Warfare
- Nuclear Warfare

* "Anything Warfare” Absent of Any Rules

- Espionage: Core focus and fabric of AHW
- Infiltration: Key method for espionage
- Cyber Warfare: Key accelerator to all AHW
- Over 100: Methods of AHW

* Related to Economic and Transaction Warfare