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STIX 2.1 White Paper

Download our white paper:
STIX 2.1 Build your own intel

win an Amazon gift card worth €100!

Download our white paper here
eclectic.iq/2xSJlaKn

About EclecticIQ

EclecticIQ develops analyst-centric products that align our clients’ cybersecurity focus with their threat reality. The result is intelligence-led security, improved detection, prevention, and response.

EclecticIQ operates globally with offices in Europe, United Kingdom, and North-America, and via certified value-add partners.

www.eclecticiq.com
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GENERAL INFORMATION

Building Access
Attendees have access to the building on both Wednesday, 3 October (8:00-7:00 PM) and Thursday, 4 October (8:30-5:30 PM). Conference badges should be worn at all times while in the building.

Cybersecurity Product Exhibits & Demos
Demonstrations featuring the latest cybersecurity products will be featured in the South Foyer throughout the conference. Attendees are encouraged to stop by each exhibit during lunch and breaks.

Internet Connectivity
Wireless internet connectivity is available. Details are posted in the registration area.

Lunch & Refreshment Breaks
Refreshments will be served each day in the North Foyer. Lunch will be located on the main level in the “L” Rooms.

Networking Reception
Join us for some delicious edibles and libations. Take this opportunity to unwind & connect with the sponsors, speakers, and other conference guests. You’ll also have a chance to win an Amazon gift card during the sponsor raffle portion. Don’t miss out!

Open Dialogue Format
Attendees are encouraged to participate in the Q&A segment of each presentation. Microphones are available in the room for questions and comments from the floor. In addition, dialogue will take place using the conference twitter hashtag:

#BorderlessCyber

Session Slides & Recording
Speaker slide presentations and session recordings will be available after the conference. Details will be forwarded to all those in attendance here at the conference.
PROGRAM AGENDA

Wednesday, 3 October

9:00-9:30 AM — (Opening Plenary) Welcome Remarks

Bruce Rich, Cryptsoft Fellow and Member
OASIS Board of Directors

Jan Jekielek, Senior Editor
The Epoch Times

Jane Treadwell, Practice Manager for ICT—Digital Platforms and Solutions, The World Bank Group

9:30-10:00 AM — (Keynote) Fear—Security’s Weakest Link

Melanie Ensign, Security and Privacy Communications Lead, Uber

Session Block Lead:
Michelle Barry, Director Technology Security, AT&T

10:00-10:30 AM — Managing and Measuring Your Security Program Using the Cyber-Defense Matrix

Sounil Yu, Chief Security Scientist
Bank of America

10:30-10:50 AM — Refreshment Break & Cybersecurity Product Exhibits & Demos
10:50-11:20 AM — Open Standards Coordination Provides Low-Cost Assurance to Unmanned Platforms

Joe Brule, Cyber-Engineer in the Capabilities Directorate
National Security Agency

Mike Ridge, Embedded Systems Security Architect/Group Lead Secure and Assured Solutions, Draper

11:20-12:20 PM — Operationalizing Automation Standards for Cheaper/Better/Faster Cybersecurity

Michael Stair, Lead Member of Technical Staff
AT&T

Philip Royer, Security Analyst
Phantom

Daniel Riedel, CEO & Founder
New Context Services

Efrain Ortiz, Director
Symantec

12:20-1:30 PM — Lunch & Cybersecurity Product Exhibits & Demos

1:30-2:00 PM — (Keynote) Security by Design in a Borderless World

Tony Scott, Former U.S. CIO and Current Senior Advisor for Cybersecurity and Privacy, Squire Patton Boggs
2:00-3:15 PM — Do You See Threat Intelligence as a "Friend" or a "Foe?"

**Ryusuke Masuoka**, Research Principal
Fujitsu System Integration Laboratories

**Katie Kusjanovic**, Senior Solutions Engineer
EclecticIQ

**Nicholas Hayden**, Sr. Director Threat Intelligence
Anomali

**Ryan Trost**, CTO and Co-Founder
ThreatQuotient

**Mark Davidson**, Development Manager
NC4

3:15-3:30 PM — Refreshment Break & Cybersecurity Product Exhibits & Demos

**Session Block Lead:**
**Jenny Menna**, Senior Vice President, Information Systems Security, US Bank

3:30-4:00 PM — Trust and the Economics of Insecurity

**Steve Bongardt**, Director, Consulting Solutions for the Eastern Region of the United States and Federal Cylance Inc.
4:00-4:30 PM — Overcoming Security Automation Roadblocks


4:30-5:00 PM — Better Identity in America: A Blueprint for Policymakers

Jeremy Grant, Managing Director of Technology Business Strategy, Venable

5:00-7:00 PM — Evening Social Event, IFC Atrium
Join us for some delicious edibles and libations. Take this opportunity to unwind & connect with the sponsors, speakers, and other conference guests. You’ll also have a chance to win an Amazon gift card during the sponsor raffle portion. Don’t miss out!

Thursday, 4 October

9:15-9:30 AM — Opening Remarks

Sandra Sargent, Cybersecurity Lead The World Bank

9:30–10:00 AM — (Keynote) Managing to Scale—A Perspective from Facebook

Aanchal Gupta, Director of Security Facebook
10:00-10:30 AM — (Keynote) Evolving Cyber Threats—The Counterintelligence Perspective

**William Evanina**, Director, National Counterintelligence and Security Center (NCSC)

10:30-10:50 AM — Refreshment Break & Cybersecurity Product Exhibits & Demos

10:50-11:20 AM — Dominant Nation State Digital Adversaries

**Casey Fleming**, Chief Executive Officer
BlackOps Partners Corporation

**Joshua Philipp**, Senior Investigative Reporter
The Epoch Times

**Session Moderator:**
**Sean Kelley**, ICIT Fellow & Host Cyber Chat and Cyber Nation, WJLA-TV

11:20-11:50 AM — Next Generation Technologies to Defend Against Cunning Hackers

**Adewale Omoniyi**, Cybersecurity and Blockchain Service IBM

**Don Maclean**, ICIT Fellow & Chief Cybersecurity Technologist, DLT Solutions
11:50-12:20 PM— Protecting Small & Medium Businesses From Cyber Threats

**Jon Brickey**, ICIT Fellow & Senior Vice President
Cybersecurity Evangelist, Mastercard

**Sallie Sweeney**, Director, Advisory, Federal Cybersecurity
KPMG, LLP

**Stan Wisseman**, Security Strategist, Micro Focus
Government Solutions

12:20-1:30 PM — Lunch & Cybersecurity Product Exhibits & Demo

Session Moderator:
**Dane Coyer**, General Manager North America, EclecticIQ

1:30-2:00 PM — (Plenary Session)

**Barbara Marchiori De Assis**, Cybersecurity Program Officer, Organization of American States

2:00-2:30 PM — (Plenary Session) Super Forecasting—
Even You Can Perform High-Precision Risk Assessments

**Rick Howard**, Chief Security Officer
Palo Alto Networks
Session Moderator:
Andy Jabbour, Managing Director, Real Estate ISAC

2:30-3:30 PM — Information Sharing Turns 20: Examining the Successes and Shortcomings of Information Sharing

Faye Francy, Executive Director
Automotive ISAC

Joe Viens, Vice Chair, Communications ISAC

Josh Singletary, CIO And Co-Founder
National Health-ISAC

Scott Algeier, Executive Director
Information Technology, ISAC

3:30-3:45 PM — Refreshment Break & Cybersecurity Product Exhibits & Demos

TUNE INTO BORDERLESS CYBER ON facebook LIVESTREAM

Compliments of...

THE EPOCH TIMES
3:45-5:15 PM — (Closing Plenary) Cyber Security in the Development Context

Albert Antwi-Boasiako, National Cyber Security Advisor, Ministry of Communications, Ghana

Jane Treadwell, Practice Manager for ICT—Digital Platforms and Solutions, The World Bank Group

Melissa Hathaway, President, Hathaway Global Strategies

5:15 PM — Conference Ends

BORDERLESS CYBER DIGITAL SWAG BAG

SCAN THIS QR CODE TO VIEW OFFERS FROM OUR CONFERENCE SPONSORS:
MEET OUR PLATINUM SPONSORS

Anomali
Anomali detects adversaries and tells you who they are. Organizations rely on the Anomali Threat Platform to detect threats, understand the adversary, and respond effectively. Anomali arms security teams with machine learning optimized threat intelligence and identifies hidden threats targeting their environments. Anomali enables organizations to collaborate and share threat information among trusted communities and is the most widely adopted platform for ISACs worldwide. Visit website: www.anomali.com

EclecticIQ
EclecticIQ enables intelligence-powered cybersecurity for government organizations and commercial enterprises. We develop analyst-centric products and services that align our clients’ cybersecurity focus with their threat reality. The result is intelligence-led security, improved detection and prevention, and cost-efficient security investments. Our solutions are built specifically for analysts across all intelligence-led security practices such as threat investigation, and threat hunting, as well as incident response efforts. And we tightly integrated our solutions with our customers’ IT security controls and systems. EclecticIQ operates globally with offices in Europe, United Kingdom, and North America, and via certified value-add partners. Visit website: www.eclecticiq.com

IBM Security
Cyber criminals are growing in number and sophistication, rendering traditional perimeter solutions powerless against today’s advanced threats. IBM Security, with 7,500 dedicated professionals in more than 130 countries, delivers next-generation intelligent, integrated security technology and services to outthink cybercriminals, detect threats and respond quickly to breaches. We focus on the most critical needs of more than 12,000 clients: transforming security programs; optimizing security operations and incident response systems, and protecting their most critical and valuable information. Visit website: www.ibm.com

ThreatQuotient
ThreatQuotient delivers an open and extensible threat intelligence platform (TIP) to provide defenders the context, customization and collaboration needed for increased security effectiveness and efficient threat operations and management. ThreatQ accelerates the transformation of threat data into actionable threat intelligence by giving defenders unmatched control through a threat library, an adaptive workbench and an open exchange to ensure that intelligence is accurate, relevant and timely to their business. Visit website: www.threatq.com
THE ONLY
THREAT INTELLIGENCE PLATFORM
DESIGNED TO
ACCELERATE
SECURITY OPERATIONS
Through Context, Prioritization and Automation

THREATQUOTIENT
ThreatQ.com

Now with the industry's first cybersecurity situation room, ThreatQ™ Investigations.
Know your Adversaries
Be Cybersecurity Enlightened

Learn More: www.anomali.com/platform